INTRODUCTION – SMARTPHONE WARS/PATENT LAW FUNDAMENTALS
Constitutional foundation: promote the progress of science and the useful arts by securing exclusive rights of respective writings/discoveries to authors/inventors for a limited time [Art. 1, Section 8, Clause 8]

Exclusivities for disclosure: Quid Pro Quo 

· Must disclose invention to get patent

· Technology becomes public in exchange for exclusive right until patent expires 

Limited term – 20 years from date of application

Requirements:

· Novelty (invention is new and not already known)
· Utility/Usefulness (invention can do what it says)
· Non-obviousness (not an obvious improvement or simple combination of known elements)
· **no requirement of use in patent law 

Defenses to infringement 

· First defense in infringement suit ( attack validity of patent (doesn’t meet one of the requirements)

· Can make it risky for plaintiff to sue

· “infringing” technology is outside bounds of the patent
· Argue that there is a license or right to a license 

· Exhaustion 

3 types of patents in Smartphone Wars:

· Utility patents – protect technological innovation

· Design patents – protects original ornamental (non-functional) designs 

· Minimal exclusive effect since can be designed around

· Many products have both utility and design patents (ex. Smartphones) 

· Standard essential patents (SEPs) – utility patents selected by Standard Setting Organizations (SSOs) and incorporated into technological standard

· Necessary to practice standard; pro-competitive benefits + consumer benefits of interoperability 
· FRAND (fair, reasonable, and nondiscriminatory) undertaking creates duty to license on FRAND terms 

· Can last until the technology becomes obsolete 

· Ex. Wi-Fi 

Cross-licensing: companies licensing each other’s patents 

· Negotiated net payment in royalties 

Ordinary remedy ( injunctions 

Factors to decide if injunction should be applied (eBay 2006 – used in Apple v. Motorola):

· Irreparable injury

· Inadequacy of legal remedies (continuing damages)

· Balance of hardships

· Public interest 
All patents follow these factors, even SEPs 

Golden Bridge v. Motorola 

· Facts: Golden Bridge’s patent adopted as SEP but then removed 

· Issue: Is removal of a patent from a standard maintained by an SSO actionable as a conspiracy in restraint of trade under §1?

· Rule (Sherman Act §1): every contract/conspiracy in restraint of trade is illegal 

· Plaintiff must demonstrate inference of conspiracy is reasonable (Twombly)
· Free market competition can’t be a reasonable inference of behavior or a stronger inference than conspiracy

· Analysis:

· Common dislike ( explicit understanding to conspire 

· Existence of independent financial motives for removal (avoidance of royalty fees) might be independent reason 

· Exchange of information doesn’t establish conspiracy

· Holding: Golden Bridge loses b/c no evidence of conspiracy in restraint of trade 

· SSOs generally immune from antitrust attacks 

Apple v. Motorola

· Facts: 

· Apple needed Motorola’s SEP for iPhone to work

· FRAND rate = 2.25% of gross sales, Apple refuses (iPhone would become commercially unfeasible) 

· Apple infringes and Motorola wants injunction

· Issues: In absence of agreement between SEP holder and standard practitioner, should injunction be an available remedy? Does FRAND undertaking by SEP holder demonstrate the adequacy of damages as a remedy (making equitable relief unavailable)? 
· Rule: injunctions can be available for SEPs (overrules bright-line rule of no availability of injunctions for SEPs)
· Injunction available where infringer (standard practitioner) has rejected offer of license on FRAND terms
· Injunction available where infringer unreasonably delays negotiations 

· Analysis:

· Look at eBay factors (stopping iPhone sales goes against public interest)
· Standard practitioner may refuse license offer if not on FRAND terms (Motorola’s offer was not on FRAND terms)

· Public interest weighs against royalties exceeding FRAND

· Holding: Motorola not entitled to injunction 
Samsung v. Apple
· Facts: Apple sued Samsung for infringing on design patent for component of phone

· Issue: Is Samsung liable for damages for all the profits made from its phone sales or only its profit of sales attributable to that component?

· Rule (35 U.S.C. §289): provides for liability of infringer of design patent “to the extent of his profits” 

· Analysis:

· Component may be considered “article of manufacture” ( broad enough to encompass both the consumer product and component of that product

· Whether component is sold separately does not matter for §289

· Holding: where design patent is applied only to component, damages should be limited to profits attributable to component

· 2015 court says not whole product infringes, only the component 

· Significantly reduces what Samsung must pay

Huawei v. Samsung 
· Facts: Huawei simultaneously filed infringement suits against Samsung in US and China; Chinese court finds for Huawei and issues injunction against Samsung; Samsung counterclaims attacking validity of Huawei’s patent and asks for anti-suit injunction in US to prevent enforcement of Huawei’s injunction 
· US grants limited motion against Huawei (not Chinese court) for only 2 patents for 2 months 

· 9th circuit 3-part test for anti-suit injunctions:

· Determine whether parties and issues are the same

· Determine if Unterweser factors apply

· Frustration of policy of forum state

· Whether foreign litigation is vexatious or oppressive 

· Threatens forum court’s in rem or quasi in rem jurisdiction 

· Prejudices other equitable considerations 

· Assess whether impact on comity (respect for other country’s court system) is tolerable 

PART 1 – INNOVATION AND COMPETITION

Sherman Act §2: firm w/ monopoly power in one market can’t use IP rights to exclude competition in second, related market (Aspen Skiing + ITS v. Kodak, not Novell v. Microsoft)

· Harm to competition, not just competitors 

· Looks at exclusionary conduct to acquire unlawfully more market power to establish monopoly 

· Monopolize ( possessing a monopoly that was acquired through legitimate ways (“on the merits”)

· Monopolize = seeking monopoly through unlawful conduct (ex. Refusal to deal)

Refusal to Deal: is there a duty to license your patent? When does a party’s refusal to deal violate antitrust principles?
· Courts reluctant to find refusal to deal liability

· Paper Bag – patent case

· no compulsory licensing, even if patent isn’t being used 

· P (Eastern) sues D (Continental) for infringing on paper bag machine patent; D says P’s patent isn’t valid because they aren’t using it 

· Generally no duty to deal with competitors 

· No patent working requirement 

· Image Technical Services v. Kodak – antitrust case 
· Kodak has 26% share of photocopier product market; attempts to monopolize secondary service market by refusing to supply replacement parts 

· In antitrust law, generally no duty to deal

· Aspen Skiing exception: if there has been a course of prior cooperation and lack of valid business justification to discontinue cooperation + goes against public interest ( duty to deal 

· Necessity of pre-existing and profitable course of dealing

· Discontinuance suggests willingness to forego profits to achieve anti-competitive ends 
· Kodak asserts protection of IP rights is a valid business justification for refusal to deal BUT court says this is a pretext and orders Kodak to supply the parts

· If not a pretext and party genuinely wants to protect its IP rights, then okay for refusal to deal (no antitrust liability)

· Issue: Kodak was using monopoly in one market to monopolize another market (watch out for secondary markets – probably easier for refusal to deal liability) 

· Microsoft – EU
· Microsoft has monopoly in work-group server operating systems; failed to provide interoperability information to competitors 

· TFEU Article 102: unilateral refusal to deal (essential facilities doctrine) may constitute an abuse of a dominant position 

· EFD imposes a duty on owners of essential facilities to deal w/ competitors for interoperability purposes 
· EFD has no standing in US, Aspen Skiing is the very high watermark for patent holder to be liable for antitrust violations

· Refusal to license in itself is not abuse, but presence of exceptional circumstances

· Workgroup server software had to be compatible w/ MS’s Windows client operating system to be commercially viable (indispensability) 

· Effect of refusal would likely eliminate competition in market 

· “mere fact” that product is covered by IP cannot constitute a justification to refuse to a grant license 

· Remedy: allow use of interoperability information on FRAND terms 
· Novell v. Microsoft – antitrust case
· Microsoft helped Novell create a word processor. When Microsoft created Word, they stopped sharing interoperability info w/ Novell. 

· Novell alleges violation of Sherman Act §2 ( court says no

· Company choosing to maximize its own profits is a valid business justification; unless there’s exceptional circumstances, then no antitrust violation 

· No Aspen Skiing exception; Novell failed to demonstrate Microsoft’s sacrifice of short-term profits 

· Courts are ill-equipped to be central planners (don’t want to figure out terms of sharing); want economic actors to behave independently 
Competition Policy and IP

· Licensing viewed as being general pro-competitive 

· Rule of Reason (antitrust): do anticompetitive effects outweigh pro-competitive benefits?

· Factors: market share, market structure, entry barriers, potential harm

· look at wellbeing of consumer over antitrust liability 

· contrast w/ per se violations (always illegal)

· ex. Price fixing among competitors 

· Patent scope: Goal of patents isn’t to reward inventors but to incentivize innovation ( what type of reward is necessary to incentivize innovation w/o over-rewarding?

· Kitsh “prospector theory”: better to have improvement innovation space controlled by pioneering patent holder
· Argument in favor of broad patents

· Better to have single actor control future innovation

· Incentivizes innovation in the future

· Too many companies innovating in one space ( social waste

· Redundancy 

· Higher likelihood of success by innovating w/i literal claims

· Literal claims of a patent (prosecution history estoppel and doctrine of equivalents)

· There are usually concessions of original claims during prosecution to patent that is ultimately issued

· Prosecution history estoppel: you can’t claim what you abandoned when you narrowed your claim (narrows the patent)
· Doctrine of equivalents: vaguely designed space around a literal claim (broadens the patent)
· Result of claim’s language not being able to accurately capture invention
· If patents were always interpreted by their literal claims, their value would be greatly diminished

· Possibility of an infringement action even though outside the literal claim (literal claim = yolk, doctrine of equivalents = egg white)

· Graver Tank case: established doctrine of equivalents; D did not literally infringe but did same function same way w/ same result

· Fed. Cir. in Festo was worried that would-be competitors may be deterred from engaging in legitimate manufactures outside patent’s limits, so doctrine is bad for competition

· Wright Co. v. Herring-Curtiss Co. (scope of patents)

· Wright brothers figured out how to make the airplane balance; Curtiss has airplane that resembles Wrights’ in a lot of ways

· Issue: what should the scope of Wrights’ patent be? Does Curtiss’ plane fall outside its scope?

· Holding: Judge grants Wright brothers a very broad scope (patent is construed broadly) ( patent claim is broader than the actual invention
· Does importance of solution justify broad construction?

· Wrights not required to license to Curtiss 

· Set back airplane innovation

· pioneer patents bring something new

· in many fields, have to make a policy decision to determine how broadly/narrowly to construe pioneer patents 

· b/c this was a pioneer patent that solved a well-recognized problem, given very broad interpretation 

· ended up hindering subsequent innovation

· improvement patents improve on something that already exists

· eventual solution for airplanes was cross-licensing (started during WWI and still exists today)

· Contrast between patent scope (literal claim) and doctrine of equivalents

· Pros/Cons of broadly construing patents on follow-on innovation 

· Con: Delay improvement technology
· Pro: Broadly construing patents can avoid “patent thickets” where too many overlapping patents that hinder innovation 
· Festo (up to here w/ flashcards)
· Infringement occurred w/i doctrine of equivalents concerning claim that was amended during prosecution history estoppel

· Fed. Cir. Court says patentee can’t assert doctrine of equivalents for claims that were removed during patent prosecution ( Supreme Court reverses 
· No bright-line rule: simply b/c there is prosecution history, it doesn’t make doctrine of equivalents infringement claims unavailable 
· Where infringing equivalent was unforeseeable at time of application or rationale underlying amendment was not to narrow patent’s scope (ex. Translation or wording issue) ( patentee can rebut presumption that prosecution history estoppel bars finding of equivalence infringement

· If patent WAS amended to narrow scope in order to make subject patentable (ex. Exclude prior art) ( cannot bring equivalence infringement claims

· Newman’s dissent is basis for this ruling!

· Newman on complexity of patent policy (Fed. Cir. Dissent)
· Modern scholarship examines effects of nature of technology, rate of technological change, cost of inventing, market risks and competitive structures, ease of imitation/inventing around

· Importance of promoting sequential innovation and post-invention commercialization

· Public and private interests are served by doctrine of equivalents by deterring close imitation (thereby helping to assure patentee the benefit of invention) while obliging would-be competitors to advance the technology (“leapfrogging”) instead of skirting around edge of claim

· TrafFix Devices v. Marketing Displays, Inc. (trademark case)
· Background rule: no prohibition of copying aka “reverse engineering” in patent law
· TrafFix reverse engineered MDI’s product abroad, so didn’t infringe by using patented subject matter since outside US

· Reverse engineering of expired patents furthers competition; trade dress in place to protect consumers from confusion

· Once MDI’s patent expired, TrafFix began selling same design and MDI sued for trade dress infringement 

· Trade-dress: protects visual appearance of a product or its packaging 

· Unlimited duration

· Cannot apply to product characteristics that are functional!

· Prior patent exclusivity can “artificially” create distinctiveness w/ regards to a functional elements (ex. Murphey beds ( Murphey wanted to trademark its name but it had already become associated w/ functionality; Xerox was successful w/ this by coming up w/ the term “photocopier”) 

· MDI’s trade dress claim is barred b/c its design wasn’t associated w/ MDI by consumers and they couldn’t demonstrate that it was not functional

· Expired utility patent ( strong evidence of functionality

· Functional: essential to use or affecting cost or quality

· If feature is functional, it cannot serve as a trademark

· If asserted trade dress has been subject to a now expired utility patent ( element is presumed to be functional (similar to prosecution history estoppel)

· No need to invent around design feature if functional

Pharmaceutical background:

· NDA: new drug application (safety, efficacy, make/distribute safely)

· Making application for a new drug constitutes an act of infringement that places patent holder in position to litigate or not

· Hatch Waxman: pharmaceutical regulation

· ANDA: abbreviated NDA (allowed to make drugs before approval, streamlines process)

· 180-day marketing exclusivity period: rewards first successful challenger to validity of brand name patent ( incentivizes generic manufacturers to challenge patents and promotes competition in pharma industry 

· One time only deal! After this, there is no strong incentive for anyone else to challenge 

· Ex. FTC v. Activis – instead of 180 day exclusivity, Activis was paid off by Solvay

· 30-month stay: automatic delay in approval of a generic drug when a brand-name manufacturer initiates infringement lawsuit against generic

· FDA cannot approve generic drug for a period of 30 months or until patent litigation is resolved, whichever comes first 

· Allows court sufficient time to evaluate validity and infringement of patents in question before generic drug potentially enters the market 

· If brand patent is found valid ( ANDA rejected

Antitrust and the Patent System

· Antitrust actions can be private, DOJ, or FTC

· Antitrust plaintiffs may be awarded treble damages (doing a governmental function)
· Antitrust immunity is exception to antitrust laws

· Walker Process doctrine (patent law) and Noor Pennington doctrine (constitutional law) are both exceptions to the exception 

· Antitrust is more concerned with horizontal relationships (between competitors) vs. vertical relationships (supplier and distributor)
· Walker Process
· Patent holder obtains patent by fraud and uses it against competitors to wrongly monopolize a market (Sherman Act §2)

· 2 elements of claim: materiality (patent would not have been issued but for reliance on misrepresentation/omission) and fraud (intent to decieve)

· Easier to prove fraud through misrepresentation than omission

· Walker Process claims typically arise as counterclaims in infringement actions, accompanying assertions of patent invalidity ( Ritz Camera expanded this
· Inequitable conduct before PTO long recognized as defense in infringement action (shield – used defensively)

· Equitable conduct could bar infringement action (make patent unenforceable) or result in invalidation of patent 

· Inequitable conduct need not rise to level of fraud (Dippin’ Dots)
· Walker Process introduces possibility of Sherman Act §2 liability for fraud on the PTO (sword – used offensively)

· Fraud requires showing of materiality (patent would not have been issued but for reliance on misrepresentation/omission) and intent to deceive 

· Fraud is demonstrated ( antitrust immunity dissolves 

· P still needs to establish elements of §2 liability (defining market, demonstrating wrongful acquisition of market power, etc.), just means D isn’t immune 
· Noerr Pennington Doctrine: Sham litigation exception to constitutional right to petition government 

· Typically, certain conduct that might be considered anticompetitive (ex. Efforts to persuade gov. to take certain actions or adopt certain policies) is immune from antitrust liability b/c of constitutional right

· Sham litigation elements:

· Lawsuit must be objectively baseless

· Can’t just be a long shot 

· More unsettled the law, more likely claim will be deemed valid

· Baseless lawsuit conceals “attempt to interfere directly w/ the business relationships of a competitor” through use of gov. process (subjective motivation)

· Economic motivation – indifference to outcome on the merits, potential damages too low to justify investment in suit

· Walker Process v. Food Machinery:
· FM sued WP for infringement, WP counterclaimed for declaratory judgment that patent was invalid

· FM moved to dismiss its complaint since its patent had expired; WP amended its complaint to assert antitrust 

· WP says FM swore before PTO that it neither knew nor believed that is invention had been in public use in US for more than a year prior to filing its patent app (same as Dippin’ Dots)

· SCOTUS says that enforcement of fraudulently obtained patent may be a basis for action under Sherman Act ( “Walker Process” doctrine

· Dippin’ Dots – Walker Process case
· Dippin Dots is infringement plaintiff, defendants counterclaimed w/ Walker Process violation

· D asserts Dippin Dots commercialized invention more than 1 year before priority date by selling ice cream at a fair
· Statutory bar: you are given one year grace period between commercializing product and applying for patent

· Dippin Dots argues it only practiced first 3 out of 6 steps and that sales were a market experiment, not commercialization 
· Jury finds Dippin Dots violated antitrust law by asserting fraudulently procured patent 

· Fed. Cir. says materiality and intent findings supported inequitable conduct (patent invalidation), but did not meet higher threshold necessary to support Walker Process fraud ( patent holder enjoyed immunity from antitrust claim
· Inequitable conduct intent: fair sales were not disclosed to PTO

· Evidence for materiality, but not for fraudulent intent

· Materiality: had the sales been disclosed to PTO, the patent may not have been issued 

· Possibility of non-fraudulent reasons for omission 
· “problem was not w/ its falsity but w/ its incompleteness” 

· Contrast w/ Nobelpharma (reference to prior art had been deleted by patent agent) 

· Ritz Camera – expands who can bring Walker Process claim
· SanDisk had 75% of market share (monopoly)

· SanDisk was aware of prior art but got their patent anyways

· Used patent to charge a very high price for flash drives 

· Direct purchasers of SanDisk flash drives bring Walker Process antitrust claim

· Typical Walker Process: P sues D for infringement, D counterclaims for Walker Process antitrust 

· Issue: direct purchasers normally have antitrust standing, but do not have standing to challenge patent validity

· Only government, infringement defendants, and competitors can introduce evidence to invalidate a patent 

· Unlike patent actions, the rules about who can bring antitrust actions are less strict (any party harmed by anticompetitive action)

· Holding: Fed. Cir. holds patent standing restrictions not applicable to Walker Process claims, dismisses “avalanche of litigation” concerns 

· Antitrust suit doesn’t need to concern validity of patent
· Rambus v. FTC 
· Submarine patents: SSO SEP selection occurred before patent was made public

· Patents are secret for 18 months after they are filed, but you can disclose earlier if you want to
· SSOs often require participants in the standard-setting process to disclose any relevant patents that they hold to ensure participants in standard setting process are aware of potential intellectual property rights associated w/ particular standard

· Here, Rambus had withdrawn its membership from the SSO before it had to disclose its interest in 4 patented technologies that became adopted as SEPs 

· Issue: Did Rambus have a duty to disclose they had tech. that had been adopted as SEPs?
· FTC brings action against Rambus for its ‘deceptive’ failure to disclose “patent interests” to SSO

· Alleges that Rambus’s omission was Sherman Act §2 antitrust violation (monopoly) and asks for injunction compelling Rambus to adopt reasonable royalty rates
· 2 claims/theories that FTC argues before district court:

· If Rambus disclosed ( SSO would not have adopted the standard

· If Rambus disclosed ( SSO would have still adopted the standard, but on condition that Rambus be bound by FRAND

· FTC wins in D.C., court finds that omissions allowed Rambus to extract higher licensing fees and orders limits on Rambus’ royalties

· Rambus challenges FTC’s finding of §5 violation to Fed. Cir. and wins 
· Rambus claims it did not violate SSO disclosure rules

· Rambus claims FTC found consequences of nondisclosure in the alternative (insufficient evidence to conclude SSO would have adopted alternative tech if Rambus disclosed) 
· FTC failed to consider 3rd possibility that SSO would have adopted Rambus technology even if disclosed and without FRAND commitment 

· If SEP holder was not participant in standard setting process ( SSO does not have authority to impose FRAND req. on SEP holder

· Exclusionary act must have anticompetitive effect!!
· Charging higher prices ( SA §2 violation

· Higher prices can encourage competition by incentivizing competitors to innovate ( not exclusionary 

· Broadcom v. Qualcomm 
· Contrast w/ Rambus 
· D’s technology was adopted as SEP and it promised to license on FRAND terms

· P brings antitrust suit alleging D breached its FRAND commitment by charging higher prices and attempting to monopolize market 

· Issue: Is intentionally false promise to license on FRAND terms constitute Sherman Act §2 violation? ( YES
· Qualcomm was attempting to monopolize the market (they charged higher than FRAND royalties to consumers who were not using other Qualcomm products)

· FTC v. Qualcomm 
· Qualcomm owns SEPs which are used by OEMs (original equipment manufacturers) 

· Refuses to deal w/ other chip makers; licenses directly to OEMs on FRAND terms w/ licensing payments based on sales regardless if product uses Qualcomm chips 

· Q enters into contracts w/ competitors where Q promises not to sue if they produce infringing chips in exchange for competitors’ promise not to sell to customers who do not have a license including payment to Q

· Does this instead of licensing to competitors so that exhaustion doesn’t apply

· License theory (2 views):

· Licensing = transfer of partial interest in IP

· Licensing = covenant to not sue

· You are still infringing, but I promise not to sue you 

· Requires customers to consent to license (law of exhaustion) 

· Qualcomm wins ( shows how law is evolving (this was not anticompetitive, just smart business) 

· Court says Q did not have antitrust duty to deal w/ competitors and OEM level FRAND licensing is consistent w/ SSO commitment b/c only OEM products practice the standards embodied in the SEPs

· Reverse settlement agreement: patent holding drug manufacturer pays generic manufacturer to drop its patent challenges and keep its generic off the market

· Arise almost exclusively in pharma context

· Opposite of typical infringement settlements (alleged infringer pays patent holder; here, patent holder pays off generic producers)

· FTC v. Actavis – reverse settlement agreement 
· Facts: 

· Solvay has drug patent 
· Actavis files ANDA and says either Solvay’s patent is invalid or that Actavis’s drug is not infringing (scope)

· Solvay sues Actavis and they reach reverse settlement agreement 

· Solvay pays Actavis 

· Actavis agrees to wait 9 years to bring generic to market 

· This is still before Solvay’s patent would expire

· FTC sues Solvay and Actavis for violating antitrust law

· Actavis (and lower courts) say that reverse settlement agreements are immune from antitrust challenges if their effects are over before the relevant patent expires

· Issue: Are reverse payment settlements immune from anti-trust under Hatch Waxman? To what extent does the patent give Solvay antitrust immunity? 

· ( NO; reverse payment settlements are not immune from antitrust even if anticompetitive effects are limited to patent’s duration since there was never a legal determination whether the patent was valid or applicable

· Considerations:

· Reverse payment settlements may allow a patent holder a monopoly that is not “on the merits”

· Patentee can charge higher-than-competitive prices

· Size of settlement payment “workable surrogate” for patent’s weakness (Solvay made very large payment ( probably doubts its patent’s validity) 

· RULE: Reverse payments can be subject to antitrust challenges, but courts still need to determine if antitrust violation actually exists 

· Look at justification for reverse settlement

· Evaluate on case-by-case basis using rule of reason (consumer benefit)
· FTC v. AbbVie – reverse settlement agreement + sham litigation
· Generic producers: Teva and Perrigo

· AbbVie: patent holder w/ FDA approval for Andro-gel 

· P (AbbVie) sues D (generic producers) and pays Ds in reverse settlement agreement

· b/c Hatch-Waxman FDA stay w/ litigation, P automatically gets a remedy just by filing suit (30 month stay)

· All working together in some sense ( FTC gets involved

· FTC says this is sham litigation

· Tevo/Perrigo were using different chemical for their Andro-gel ( doctrine of equivalents case

· Prosecution history estoppel: other chemicals were found to be obvious (Perrigo’s chemical)

· Perrigo not an equivalent since chemical was removed during prosecution ( prosecution history estoppel makes this claim baseless (see Festo case)

· However, AbbVie’s case against Tevo may not be baseless since it might actually be an equivalent not barred by prosecution history estoppel
IP Misuse

· Purely IP (not anti-trust)

· If misusing patent, holder is denied of ordinary remedy for infringement (injunction)

· Doesn’t mean patent isn’t valid, but makes it unenforceable 

· This is conceptually curable (unlike invalidation)

· Judge-made equitable doctrine

· Example: tying (contract requires if you buy one product, you have to buy other; tying product has patent and tied product does not ( extends monopoly outside scope of patent)

· Patented product w/ non-patented product 

· Unlawful to enforce patent outside of scope

· Lasercomb v. Reynolds – copyright case 
· D copied Lasercomb’s software and started selling it; P sued for infringement 

· District court had found Reynolds/Holiday Steel infringed Lasercomb’s copyright 

· 4th circuit recognized existence of copyright misuse doctrine based on shared policies w/ patent law 

· Notwithstanding no SCOTUS case recognizing copyright misuse doctrine

· 4th circuit found improper term in license agreement entered w/ 3rd parties constituted copyright misuse 

· Reynolds/Holiday Steel were not parties to standard software license (they never signed) ( infringer doesn’t have to be victim to allege misuse 
· Existence of misuse (species of unclean hands) disables enforcement against any infringing party

· Reynolds/Holiday Steel had good lawyer: recognized possibility of equitable defense of copyright misuse, identified offending term in license agreement and persuaded court that it constituted misuse 

· Lasercomb had bad lawyer: inserted 99-year term non-competition provision into license agreement (constituting the misuse)

· Princo v. ITC
· Orange book – Philips and Sony combine CD solutions (CD tech. jointly controlled by Sony and Phillips) and license these solutions to other companies w/o FRAND

· Princo = importer 

· Princo enters package license w/ Philips/Sony, then stops paying fee

· Philips files §337 complaint to block Princo’s imports

· §337 gives additional patent right beyond make/use/sell to block imports

· As a defense, Princo says Philips/Sony are misusing patent b/c it wanted Sony’s patent (Raymaker) but Philips’ patent (Lagadec) is included in licensing agreement (has standing to bring patent claim b/c using as a defense)
· Tying: Princo wanted Raymaker but still had to pay for Lagadec 

· Fed. Circuit reverses finding of patent misuse ( Package license ( tying

· Difference between bundling and tying 

· Bundling is fine, tying is IP misuse 

· Golf channel fallacy: Princo is not paying more to get patent they don’t want (when you pay for cable, you get channels you don’t want but removing channels would still result in same price)

· Uniform package fee minimizes transaction costs, avoid disputes 

· On remand Princo argues Lagadec patent should not have been included in package

· Suggests inclusion was pretext to justify payment to Sony not to compete ( Fed. Circuit rejects 

· Could have been subject to Sherman Act §1 

· Difference between tying and bundling:

· Tying: upfront purchase of tying product (patented) and then ongoing obligation to buy the tied product (not patented) 

· Ex. Company owns patented computer software, but to use the software you also need to buy a computer from the same company

· Consumer has to pay more for something they don’t want in order to get patented product

· Bundling: product comes w/ different things that may appeal to different consumers

· Ex. iPhone (has phone, camera, flashlight, etc.), cable

· Removing additional things wouldn’t change price 

· Kimble v. Marvel 
· Kimble invented Spiderman glove and approached Marvel for license; Marvel refused and introduced own product

· Kimble sued Marvel for patent infringement, parties settled by license

· $500 lump sum

· 3% running royalty (no specific end date) 

· Marvel discovers Brulotte (1964), seeks declaratory judgment that no further royalties are due

· Royalty obligation on expired patent are unenforceable under Brulotte (1964)

· Misuse: extended royalty payments beyond expiration of patent 

· Issue: Are post-term royalties patent misuse? ( YES
· Rule: payment of royalties may be deferred beyond expiry of patent, but cannot be based on post-term commercialization 

· Brulotte is triggered by the last-to-expire patent when multiple patents are licensed (like Orange Book patent bundle in Princo) 

· Where patent and know-how are licensed together, royalties may continue beyond patent expiry so long as royalties ‘step down’
· Dissent: should be allowed to do this b/c it would create lower rates and increase competition, but can’t overturn Brulotte statutory interpretation 

Post Sale Restraints 

· PSRs through infringement actions are different than PSRs as a matter of contracts 
· Adams v. Burke:
· Patented tech: coffin lid 

· Nature of post-sale restriction: territorial

· Manufacture and sale made by licensee under a restricted license (make/use/sell, but only within a 10 mile radius of Boston)
· Note licensee manufactured and sold patented coffins within territory (no violation of license terms by licensee)

· Purchaser buys lid from licensee and used coffin in intended manner, but outside of delimited territory (licensee did not know it would be used outside territory and purchaser did not know about restriction) 
· P sues undertaker 

· Issue: does patent holder have a right to block use outside of Boston?

· Undertaker argues he is a bona fide purchaser and lid is his personal property ( use shouldn’t be restricted 
· exhaustion/first sale doctrine: no post-sale restrictions on patented goods

· can work around this by creating privity between patent holder and purchaser or by renting goods instead of selling (common in software)

· only rights to use and sell are exhausted; right to make is NEVER exhausted 

· SCOTUS holds purchaser (undertaker) may used purchased coffins w/o regard to territorial restriction 
· General Talking Pictures:
· Patent was about amplifiers - making something w/ sound (could be used for movies, radio, etc.)

· Patent pool: assign licenses to manufacture products w/ field of use restrictions (same product, but different markets w/ different prices)

· Nature of post-sale restriction: field of use 

· Manufacture and sale made by licensee under a restricted license 

· Licensee (Transformer) was licensed to manufacture and sell only for radio amateur reception (and not for use in cinemas) 

· Violation of license terms by Transformer – and KNOWING complicity by GTP (likely in order to obtain favorable price)

· Transformer KNEW buyer (GTP) intended to use in cinemas

· GTP KNOWS sale for this use would violate Transformer’s license 

· Different than Adams v. Burke and Quanta b/c BOTH parties are aware of the restrictions

· End user (GTP) gets sued ( no privity, need to use an infringement theory

· SCOTUS holds patented goods did not pass in the ordinary channels of trade (because of common knowledge?) so general rule does not follow

· Same effect as if no license had been granted

· b/c exhaustion doctrine doesn’t apply here ( infringement (post-sale restriction is upheld)
· RULE: if customer has knowledge of post-sale restriction ( it is enforceable (this is not the rule anymore!! See Lexmark)

· resale price maintenance

· at time of Univis, understood to be antitrust violation 

· In Dr. Miles (1911) SCOTUS declares RPM to be unlawful per se under §1 of the Sherman Act

· RPM is a type of vertical restraint on prices to be charged by independent dealers upon resale

· SCOTUS overrules Dr. Miles in Leegin (2007), holding henceforth RPM to be assessed under ROR

· RPM may, but need not, violate §1, depending on overall effect on competition

· Suppression of intrabrand competition may incent investment in services and promotion, which improve Interbrand competition 

· United States v. Univis Lens Co. – antitrust case 
· Nature of post-sale restriction: resale price maintenance 
· Univis argues its imposition of RPM on sales of corrective lenses by its retailer customers were insulated from antitrust scrutiny due to patent immunity (Univis owned method patent covering the manufacture of corrective lenses)

· Univis practiced part but not all of the method covered by its patent 

· Univis produced lens blanks that it sold to finishing retailers

· Sale transferred title to lens blanks and included license to complete final step of patented method

· Finishing retailers completed the process (grinding and polishing), producing corrective lenses for sale to users 

· Univis ( licensee ( end-buyer 

· Univis argues since middle party is licensee, they can control the price they sell it at (says patent is not engaged until the product is manufactured) 
· Univis argues method patent insulated it from antitrust scrutiny ( court says sale exhausts monopoly 

· Patent holder may not control resale price of its purchasers

· SCOTUS says Univis technically sold patent to licensee, so exhaustion applies ( Univis does not have patent immunity 

· Sale “exhausts the monopoly”, so purchaser is free to sell on whatever terms it wishes (seller can control its own price, but not the price at which the buyer may re-sell it)
· Exhaustion applies to products covered by patents and to (some) products that are used in the practice of a method patent 

· Sale of components that substantially practice a method patent also trigger exhaustion

· Lens blank result from – and are exclusively used to – practice the patented method 

· Note staple components do not exhaust a process patent 

· Licenses may be subject to Sherman Act §1 scrutiny 

· 2 types of utility patent: object or process

· Can be functionally equivalent 

· Only article that can give rise to a product patent could also apply to a process patent (ex. Product patent for toaster and process patent for process of making toast)

· Patent holder ( manufacturing licensee ( end-user

· Can’t sue for infringement b/c exhaustion; could sue for breach of contract, but there actually needs to be a contract 

· LG v. Quanta 
· Sale of computer chips, patent is for chips + process (memory management)

· Nature of post-sale restriction: prohibited use of third-party products

· License agreement between LG and Intel

· Unrestricted grant to make/use/sell

· Parties’ “agreement” affects no change to exhaustion doctrine

· Master Agreement between LG and Intel

· Intel to give written notice to its customers that license “does not extend” to products that combine Intel and non-Intel products

· Does sale of chips exhaust process patent? ( Fed. circuit says no, supreme court says yes: Authorized sale by Intel of chipsets to Quanta exhausts LG’s patent rights (Univis governs)

· Quanta did not know about post-sale restriction

· No reasonable use for chipsets other than to practice method patent 

· Chipsets “all but completely practice the patent” (only standard parts need be added) 

· Product patent is completely exhausted on sale (like Adams) ( means that buyer can’t be sued for infringement (unless there is a contractual remedy) 

· RULE: Also applies to related process patent 

· Impression Products v. Lexmark 
· Make/use/sell ( make survives exhaustion, but use and sell do not

· Make repair doctrine: you cannot make someone’s patent (w/o manufacturing license), but you can repair

· Going from unusable to usable ( making, but there is a line

· Lexmark makes printers and ink cartridges (patent attaches to both)

· Nature of post-sale restriction: single use

· Lexmark provided purchasers of its patented cartridges choice between unrestricted and single-use restricted sales 

· Some purchasers of restricted cartridges sold used cartridges to Impression Products for refilling (repair) and resale 

· Lexmark sues Impression Products for infringement due to unauthorized sale; Impression says they are repairing
· SCOTUS suggest restrictions may be enforced under contract law 

· When a user buys ink cartridge, can they sell the empty? Can Impression repair (by filling w/ ink)? Is it repair or unauthorized making?

· Lexmark argues consumers knew about the post-sale restriction since they received a discount for single-use restriction (General Talking Pictures) ( court says GTP is not the law – exhaustion is the law, and when you sell something, you can’t enforce the PSR

· SCOTUS declares exhaustion “uniform and automatic” – regardless of patent holder’s sale under an express restriction

· Exhaustion is not a presumption; it is a limit on the scope of the patent rights

· Restrictions on licenses are permitted, but patent holders may not use licenses to impose PSRs on purchasers – licensee’s sale exhausts as if patent holder made the sale itself 

· RULE: patent holder cannot place a post-sale reuse or resale restriction on an authorized sale of patented item

· Note: sale of article authorized by US patent holder outside of US also exhausts US patent rights (international exhaustion) 

PART 2 – INNOVATION AND NATIONAL SECURITY LAW 

In US, most innovation is privately financed, especially for AI 

· Historically, Silicon Valley has paid its way

· Now w/ AI “space race”, gov. is starting to fund 

AI Chip Export Controls on China

Impact of China’s AI ambitions, military-civil fusion 

· Anxiety about Taiwan (chip dependence)

· Effects of CHIPS Act (August 2022): provides money for domestic chip industry 
4 chokepoints approach (things US needs to be competitive in chip industry)
· Access to high-end chips 

· Access to US made chip design software 

· Access to US built semiconductor manufacturing equipment 

· Access to US built components 

Impact on US producers: Nvidia, AMD, Mentor Graphics, Cadence and Synopsys

National Security Commission on AI final report (2021)

AI is dual-use technology ( hard to regulate 

Talent deficits in government, military

· Recruitment of full-time and part-time employees 

· Creation of Digital Corps (modeled on military reserves)

Talent competition

· China’s production of STEM graduates compared to U.S. 

· Immigration policy

Accelerating AI innovation

· Lack of urgency/laissez-faire (historic US approach)
· China funds development of AI

· Lack of regional divergence (AI concentrated in a few regions)
Congressional Research Service Report: AI and National Security (2019)

Lack of common def. of AI ( can complicate assessments
· Different military branches uses different definitions of AI

· Can make it hard to report and regulate 

Defense applications:

· Intelligence, surveillance, and reconnaissance

· Logistics

· Cyberspace operations

· Deep fakes

· Command and control

· Autonomous vehicles 

· LAWS (lethal autonomous weapons system)

· Ex. Search and destroy drones (classification issues)

· Moral/philosophical dilemma 

Military integration challenges:

· Technology 

· Process 

· Personnel/culture

AI Opportunities and Challenges

AI’s impact on combat:

· Autonomous vs. human control

· Speed and endurance

· Scaling

· Information superiority

· Predictability 

· Explainability 
White House Blueprint for AI Bill of Rights 
Safe and effective systems

· Ongoing monitoring

· Regulated in different domains ( AI law will be segmented rather than having a general AI law (ex. AI used in healthcare will be regulated by health law)

· Issue w/ sole focus on human safety (safety paradigm)

Potential of non-deployment

Pre-deployment testing

Use of high quality data

· Data reuse limitations

Independent evaluation 

Algorithmic discrimination protections

· Captures human bias, very difficult to remove

· Real world concerns 

· Proactive assessment of equity in design phase 

· Representative data 

· Guarding against proxies 

· Disparity assessment and mitigation

· Ongoing monitoring

Data privacy

· Limits on surveillance 

· Use-specific consent 

· Domain specific extra protections: Health, employment, education, criminal justice, personal finance 

Notice and explanation: people receive notice that they are subject to decision made by AI 
Right to human alternatives 

· Notice

· Right to opt out

· Human alternative (what qualifies as a human alternative?)

EU Risk approach (Europeans are more distrustful of technology)
· Prohibited practices (Art. 5): social monitoring, real-time biometrics
· High-risk systems 

· Establishment of EU-level AI authority 

CRYPTOGRAPHY 

Uses and Objectives:

· Confidentiality: Communications, data at rest (data sitting in a hard drive), contractual
· Tool: encryption/decryption 

· Parallel solution where law is less successful 

· Data integrity

· Tool: cryptographic hash

· Lets you know if data has been messed with (like recording system for property)

· Authentication: how do you know someone is who they say they are?
· Identification/Origin of message

· Tools: passwords/verification

· Non-repudiation

· Tool: signature

Communications scenarios – terms

· Plaintext – original (readable) message

· Ciphertext – encrypted message 

· Encryption – production of ciphertext from plaintext 

· Decryption – process of reversing encryption (revealing plaintext from ciphertext) 

· Conventional cast of characters

· Alice – sender/encryptor 

· Bob – receiver/decryptor 

· Eve – eavesdropper 

· Mallory – “main in the middle”

Encryption

· Symmetric (private) key

· Usually a #, series of zeros and ones, etc.

· Input of encryption algorithm

· Longstanding use 

· Alice and Bob exchange keys

· Same key encrypts and decrypts (weakness of scheme)

· Asymmetric (public) key

· 2 different keys

· Public key used to encrypt (provided by Bob to Alice, used by Alice to encrypt messages she sends to Bob)

· Private key used to decrypt (used by Bob to decrypt ciphertext messages received from Alice)

· Computationally infeasible to find decryption key based on possession of encryption key

· Important to keep decryption key private 

· Solution to key exchange challenges 

· SSL/TLS handshake – note use of 3 keys

· Server (Alice) sends public key (asymmetric) to User (Bob)

· User (Bob) generates session key (symmetric) and encrypts it using public key (asymmetric) and sends session key to Server (Alice)

· Server (Alice) decrypts encrypted session key using private key (asymmetric)

· Server (Alice) and User (Bob) use session key (symmetric) in communications 

Caesar Cipher (shift cipher)

· Shift alphabet by n letters to encrypt

· Reverse shift to decrypt 

· Weakness 

· Subject to brute force – given cipher text, only one shift possibility (out of 27) will produce coherent plaintext 

· Letter frequency will directly reveal value of n

· Key vulnerability

One-time pad (symmetric encryption)
· Shift each letter in plaintext string by a randomly generated #

· Record random shifts in key; key must be same length as text

· Same key can only be used once to remain effective

· Strength: Randomness of shifts frustrate letter frequency analysis, randomness means there will never be a repetitive pattern
· Weakness: one-time pad must be securely shared between Alice and Bob
· Strongest method of encryption 

RSA Encryption (asymmetric encryption)
· Relates private key and public key

· Everyone can access public key (used to encrypt), but only Alice has private key (used to decrypt) 

· Uses one-way (trap door) mathematical functions

· Easy to compute in one direction, difficult (computationally impossible) to reverse 

· RSA utilizes one-way difficulty to factor the product of two prime numbers

· Given two prime numbers, their product is easy to compute 

· Given a large number (and told that it is the product of two prime numbers), finding its factors is difficult/computationally impossible 

The Hash Function
Input: string of any size 

Determinative output (“hash”) – string of fixed size 

· Ex. SHA-256 outputs 64 [base 12] ‘digits’

Desired qualities

· Efficiently computable

· Collision resistant: Extremely low probability that any two inputs will generate same output

· Hiding: Given output (hash), near impossibility to determine input

· Using concatenation (series) of random factor (“nonce”)

· Puzzle-friendliness: Infeasibility of finding value that lands in target other than by trial-and-error

MACHINE LEARNING AND NATURAL LANGUAGE PROCESSING

Expert Systems – The Parable of the Unsighted and the Elephant

· Algorithmic approach to decision engineering (inputs and outputs)
· Decision tree model: more than 1 yes ( elephant 

Artificial neural network (“ANN”) model

· Artificial neurons (3 layers of neurons) 
· Input layer – connect to hidden units 

· Hidden layer – connect to other hidden layer (next column) or to output layer
· Output layer – signed learned response 

· Each connection has a weight (strength of signal/influence) 
· Forward propagation: Each neuron receives inputs and “fires” (transmits a signal to connected units) or not

· Note binary nature of signal

· Activation (“firing”) depends on strength of signal (threshold) 

· Use case: classification 

Neural networks and learning

· Backward propagation: output of network is compared to desired output and error signal is calculated to adjust weights to minimize diff. between predicted output and desired output ( fine-tunes weights to improve network’s performance 

· Dynamic adjustment of weights 

· Trial and error

· Feed forward network

· Use of back-propagation to (slightly) adjust weights 

· Gradient descent 

· Supervised learning: involves outside authority (answer key)

Natural language processing (NLP)

· Branch of AI 

· Interaction between computers and human speech/text

· Extraction of meaning – what was meant to be expressed?
· Functions 

· Speech recognition 

· Grammatical tagging

· Word sense disambiguation (“light” vs. “light)
· Named entity recognition (ex. Ford = car)
· Co-reference resolution – multiple terms for same entity (ex. She = Sally)
· Sentiment analysis – determine sentiment/opinion expressed in text
· Language generation 

NLP use cases

· Spam detection

· Machine translation (ex. Google Translate)
· Chatbots (ex. ChatGPT)
· Social media sentiment analysis + fake news/hate speech identification
· Text summarization

· Legal tech applications 
NLP – tokenization and n-grams
· Tokenization: preparing text for operation (we do this)
· Each word = token 

· Get rid of nonessential words (don’t have to conform to grammar) 

· N-grams: premised on statistical analysis 

· Sequence of words in text containing n number of words 

· Help NLP systems generate text by recognizing patterns to help predict would could come next 

· Ex. Bigram (N=2) could be “natural language” or “language processing”

ChatGPT and other generative AI models
· Outputs “new data” that resembles input data

· Responds to user-generated prompts 

· Requires huge datasets, very large parameter sets 

· ChatGPT is different than Lexis b/c it makes things up

· Species of synthetic data 

Generative AI regulatory concerns

· Building a workable definition

· Enhanced dominance by leading platforms

· Generation of harmful speech

· Regulating the end-user

· General domain concerns (judicial, employment, education)

Hacker et al. policy proposals
· Disclosure obligations

· Developers 

· Users

· Risk management

· Staged release 

· Non-discrimination audit 

· Content moderation 

BLOCKCHAIN TECHNOLOGIES

Bitcoin

· Input string = [hash of stored data][hash of prior data][“nonce”]

· Hash of stored data is often same

· Hash of prior data is same

· Nonce has no meaning; constantly adjusting 

· Mining = competition of generating hash that hits target for the first time

· Numerical target 

· For SHA-256, only way to win is trial and error

Blockchain

· Decentralized system (see below)

· Block = string (data + hash of prior block) 
· 2 rival blocks w/ inconsistent info ( solution is in the chain itself ( look at next hash to see which hash wins

· Each block authenticates the prior block

· Secret key and public key are mathematically linked

· Public key locks, secret key opens (asymmetric encryption) 
· Key management is essential to the system

Hash pointers and data structures

· Hash pointer: unique identifier for a piece of data
· Comprised of a reference to where the data is stored and a hash value created from the data itself 

· Blockchain uses hash pointers to immutably chain unique sequence of blocks

· Merkle tree: hashes pairs of data until a single root hash is obtained 
· Proof of membership/non-membership: proves that data is part of the tree 
· Each block contains a merkle root that represents all the transactions within the block

Digital Signatures

3 basic algorithms

· Key generation (mathematically linked secret/private key, public key)

· Each user has pair

· Decentralized key generation

· Public keys = identities/addresses/transactional destinations

· Signature (secret/private key, message)

· Signatures are unforgeable 

· Used to lock bitcoin that people send you

· Validation (public key, message, signature)

· Used to see where the bitcoin is coming from 

· Valid signatures verify

Limits on anonymity 
Centralization vs. Decentralization
Centralized Systems

· Governing body between users

· Ubiquitous in web-based systems

· Facebook, twitter, most other social media 

· Imessage (Apple), whatsapp, text message (cell provider) messaging apps

· Amazon, ebay, other e-commerce platforms 
· Pro: resolves tragedy of the commons issues

· Con: Can equate to monopolies in lots of areas

Decentralization systems

· No one is in charge 

· Verification and validity depend on decentralized action of “miners” competing to author next block

· Internet 

· Public blockchains

· Advantages: removes vulnerability to single-point failure, diffusion of control

· The ideology of decentralization for bitcoin: replace power, take outside control of government and bank 
Distributed consensus 

Resembles democratic institutions

Consensus = when no one objects

· Majority is a fallback in the absence of consensus 

· Majority requires authority; consensus does not require authority or structure

“voting power” is proportionate to dedicated computational resources (CPUs, electricity)

· Miners compete to provide newest block to add to blockchain 

· Puzzle emulates randomized selection of miner to propose new block

· Winning miner broadcasts successful solution to puzzle 

· Other miners verify that proposed block satisfies puzzle and validate transactions contained within proposed block

· Winning miner captures block reward and transaction fees 

· Miners “vote” by deciding to “build onto” a validated block

· As the blockchain extends, blocks within (and transactions recorded therein) become more secure 

Transaction Mechanics 

· Bitcoin and Unspent Transaction Outputs (UTXOs) keyed to a particular public key 

· Only controller of the related private key can “spend” a particular UTXO

· Transactions involve sending UTXOs to the public key of the recipient/transferee 

· Transactions are recorded in particular block on the blockchain

· Transactions include hash pointer to prior transaction that created UTXO

· Transactions yielding UTXOs can be located within the blockchain using a blockchain search engine

· Transactions are broadcast on blockchain P2P network

· Miners receive and load validated transactions onto their respective candidate blocks for next round of contest 

Tokens and Smart Contracts 

Tokens

· Exploit digital scarcity (nonfungible tokens / NFTs)

· Tokens may have conventional value or may be linked to control of assets in the real world

Smart contracts

· Use of executable code that is recorded on the blockchain 

