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	FEDERAL CORPORATE PROSECUTIONS


Prosecuting Corporate Misconduct
I. Justice Manual Factors (§ 9-28.300)
A. Nature & Seriousness of the Offense
Risk of harm to public posed by the misconduct
B. Pervasiveness of the Wrongdoing Within the Corporation
Whether upper management is complicit in or condoned the misconduct
1. It may be inappropriate to impose liability upon a corporation that has a robust compliance program for the single, isolated act of a rogue employee
C. History of Similar Misconduct
Whether there are prior civil/criminal/regulatory enforcement actions against the corporation for similar misconduct
D. Timely & Voluntary Willingness to Cooperate in Internal Investigations
Whether the corporation provided the government information re. wrongdoing by its agents
1. Monaco Memorandum (2021) = Cooperation credit is awarded to corporations that timely identify anyone involved in or responsible for the criminal conduct
2. Antitrust Cases = The first corporation to self-report gets a “free pass”
E. Existence & Effectiveness of the Corporation’s Compliance Program
Whether there existed a well-documented culture of compliance at the time of the offense or at the time of charging
F. Any Remedial Actions Taken
Corporation implemented/improved a compliance program, replaced offending management, disciplined/terminated offenders, or made efforts to pay restitution (broad deterrent effect)
G. Collateral Consequences of Prosecution
Whether there will be disproportionate harm to shareholders, pension-holders, employees, or others not personally culpable; also consider any prosecution’s impact on the public
H. Adequacy of Alternative (Non-Criminal) Remedies to Prosecution
Whether civil or regulatory enforcement actions, fines, or NPAs or DPAs (with compliance conditions) would be adequate alternative remedies to criminal prosecution
I. Adequacy of Prosecuting of the Individuals Responsible for the Misconduct
Whether prosecuting only the individuals responsible would be an effective deterrent
II. Government Responses to Corporate Misconduct
A. Declination to Prosecute
1. Note = DOJ’s decision is heavily impacted by the factors above)

B. Non-Prosecution Agreement (NPA) & Deferred-Prosecution Agreement (DPA)
1. Note = NPA occurs pre-indictment; DPA occurs post-indictment

2. Concept = Government agrees not to prosecute corporate misconduct, so long as the corporation abides by the terms of the agreement (pay fines, hire corporate monitors)
C. Information or Plea Agreement

D. Indictment

E. Guilty Plea
1. Note = Risk of a corporation entering a guilty plea is exposure to hefty civil liability)
F. Conviction or Acquittal
	CORPORATE & INDIVIDUAL LIABILITY


Principles of Corporate & Individual Criminal Liability

I. Historical Development of Corporate Criminal Liability
A. Stage 1 = No corporate criminal liability
1. Rationale = A corporation has no mind (cannot form intent) and has no body (cannot be imprisoned)

B. Stage 2 = Corporate criminal liability permitted for strict liability regulatory offenses (only acts of omission)
1. Rationale = Intent is not necessary for strict liability offenses; and only fines are imposed, not imprisonment

C. Stage 3 = Corporate criminal liability extended beyond acts of omission, but still limited to strict liability offenses
1. Rationale = Limited to strict liability because corporations cannot form intent
D. Stage 4 = Corporate criminal liability extended to cases where mens rea is required
1. NY Central v. US:

(i) Holding = A corporation may be held criminally liable for the mens-rea-required acts of its employee-agents via respondeat superior
(ii) Rationale = Corporations act by their agents; the agents’ purposes, motives, and intent are just as much those of the corporation as is their misconduct
2. Policy Justifications:

(i) Moral = Between the innocent public and the employer-corporation, it is better to presumptively place the loss on the corporation

(ii) Economic = Corporations are in the best position to prevent criminal acts by their employees & to spread losses on the public in the future

(iii) Incentive/Deterrent = This rule incentivizes corporations to carefully select & supervise employees, and to discipline criminally acting employees

(iv) Administrative = This bright-line rule makes judicial administrability easier
II. Individual Criminal Liability
A. The Responsible-Corporate-Officer Doctrine:

1. A corporate officer may be held strictly criminally liable for a corporation’s illegal acts where they had the responsibility & authority either (1) to prevent or (2) to promptly correct the illegal act (US v. Park)
B. Relevant Factors:

1. Was the corporate officer on notice? 
2. Was it possible/probable that the corporate officer could have acted? 
3. Did the corporate officer have authority act?

C. Moral Policy Justifications:

1. In the FDCA context, food, drugs, and cosmetics affect the health & safety of the public; policy favors safeguarding the public

2. Better to place the burden of preventing future hazards on someone who is in a “responsible relation” to the potential danger than on the public
	PRINCIPLES OF STATUTORY INTERPRETATION


Criminal Intent in White Collar Cases

I. Maxims of Statutory Interpretation
A. “Ignorance of the law will not excuse”

1. Exception = Ignorance of the law will excuse commission of some specific-intent crimes (e.g., Cheek v. US [tax]; Ratzlaf v. US [structuring])
B. Rule of Lenity

1. Concept = Where 2 possible interpretations of a statute exist, the court must adopt the interpretation that favors the accused

II. Mens Rea in White Collar Crimes
A. Key Mens Rea Elements in Most White-Collar Crimes:

1. Knowledge of the law

2. Intent to violate that law

B. Key Definitions:

1. “Willfulness”:

(i) Knowledge of unlawfulness & violation of the law (specific intent); or
(ii) Simply a violation of the law (general intent)

2. “Intent to Defraud”:

(i) Intent to deceive and to cheat to obtain money or property 
III. Defenses That Negate Mens Rea
A. Ignorance-of-the-Law Defense:
1. Cheek v. US = Tax evasion is a specific-intent crime, which requires (1) knowledge of the law & (2) intent to violate it; tax law is very complex

2. Ratzlaf v. US = To be convicted of structuring, the defendant must (1) have knowledge of the law & (2) intend to violate that law

B. Good-Faith Defense:
1. Concept = When defendant possesses a good-faith belief in the truth of their misrepresentations (i.e., that they aren’t violating the law), it negates intent

C. Good-Faith Reliance on Advice of Counsel:
1. Concept = A defendant’s good-faith reliance on the advice of counsel will negate the mens rea element of the offense (effectively waives attorney-client privilege)
2. Elements:
(i) Before acting,

(ii) Defendant sought the advice of a competent attorney
(iii) To secure advice regarding the lawfulness of possible future conduct
(iv) Defendant made a full & accurate report to the attorney of all known material facts
(v) Defendant acted strictly in accordance with the advice
D. Bona-Fide-Practice-of-Law Defense:
1. Concept = Excuses lawful, bona fide, legal representation services in connection with an official proceeding

2. Application = The bona fide practice of law defense is available as a defense to all obstruction of justice charges

3. Practice Tip = Always have your lawyer sign government-response letters

	WHITE-COLLAR OFFENSES


Mail Fraud & Wire Fraud (specific intent)
I. Elements
A. Defendant knowingly participated in a scheme to defraud a victim of money or property
B. Defendant made statements or omitted facts during the scheme that were material
C. Defendant acted with intent to defraud
D. Defendant (caused to be) used the (1) mails or (2) wires to (attempt to) carry out the scheme
II. Definitions
A. “Property” = Includes confidential business information (Carpenter v. US [confidential info])
B. “Material” = Having a natural tendency to influence, or be capable of influencing, a person to part with their money, property, or honest services
C. “Wires” = Radio, text, email, Instagram, and other interstate communications
D. “Cause Mails/Wires to Be Used” = Defendant knows, or reasonably should know, that mails or wires will be used in the ordinary course of business
III. Important Notes
A. The mail/wire transmissions need not be false or deceptive themselves
B. Success or failure of the scheme is immaterial
C. The 4th element is the jurisdiction element (i.e., interstate carrier)
D. Statutory maximum is 20 years (30 years if financial institution is involved)
IV. Vicarious Liability
A. If Defendant (1) participated in the scheme, (2) had intent to defraud and (2) could reasonably foresee the conduct of their confederates in carrying out the scheme, may be vicariously liable
Honest Services Fraud (specific intent)
I. Concept
A. Depriving the public of their intangible right to honest government

II. Elements
A. Defendant knowingly participated in a scheme to deprive a victim of their intangible right to “honest services”
B. The scheme consisted of a bribe/kickback in exchange for defendant’s services (official act)
C. Defendant acted with intent to defraud
D. The act was material
E. Defendant (caused to be) used the (1) mails or (2) wires to (attempt to) carry out the scheme
III. Requirements
A. Official Act = A decision or action on any question, matter, cause, suit, proceeding, or controversy involving a formal exercise of governmental power
1. Examples = Initiating research; exerting pressure on another; government contracts
2. McDonnell v. US = Routine constituent services, e.g., setting up a meeting, calling another public official, or hosting an event does not qualify as an “official act”
B. Bribe or Kickback = Honest Services Fraud requires proof of kickbacks or bribes
1. Skilling v. US = Misrepresented fiscal health to stockholders; SCOTUS held that mere self-dealing without proof of quid pro quo is insufficient to support a conviction
2. Note = The exchange may be express or implied

Securities Fraud (general intent)
I. Elements
A. Defendant either—

1. Engaged in a scheme to defraud someone; or

2. Made untrue statements about or failed to disclose a material fact; or

3. Engaged in any act, practice, or course of business that operates as fraud or deceit upon any person

B. Defendant’s act or omissions were in connection with the purchase or sale of a security
C. Defendant acted with the purpose to defraud buyers or sellers of the security

D. Defendant directly or indirectly used the mails, instrumentalities of interstate commerce, or facilities of national securities exchanges in connection with these acts or omissions
II. Definitions
A. “Defraud Someone” = To deceive a person with respect to the purchase/sale of securities
1. Example = Defendant makes a statement/representation that is untrue & that they know to be untrue with respect to a material fact

2. Example = Defendant knowingly fails to state something that is necessary to make other statements true (making a statement in reckless disregard of its truth/falsity)
B. “Material” = Substantial likelihood that a reasonable investor would consider the information to be important in their decision to buy or sell a security

C. “Insider” = Corporate officers & directors, and “constructive insiders” (outsiders; people who have relationships with insiders that have access to material nonpublic information)

III. Types of Securities Frauds
A. Insider Trading = Willfully buying or selling (trading) securities while in possession of material nonpublic information (MNPI)
1. Classic Insider Trading:
(i) Insider trades on MNPI when they have a duty to disclose the information, because of a fiduciary duty (or similar relation) to the company & shareholders
(ii) Because the insider has a fiduciary relationship with the stockholder on the other end of the trade, it’s fraudulent for the insider not to disclose the MNPI motivating the trade

2. Misappropriation Insider Trading:
(i) A “constructive insider” misappropriates confidential information for securities trading purposes, in breach of a duty (fiduciary or similar relationship of trust or confidence) owed to the source of the information 
(ii) Carpenter v. US = WSJ employee shared MNPI with brokers before article publication so they could trade on it; breached duty of confidentiality to WSJ
3. Example = Lawyer acquired MNPI from a client about a company with which the lawyer has no relationship; lawyer subsequently trades in that company’s stock

(i) Classic Insider Trading = Under the classical theory, the lawyer has no liability because they have no duty—fiduciary or otherwise—to the company
(ii) Misappropriation Insider Trading = Under this theory, the lawyer is liable because of the relationship of trust & confidence with the source of the information—their client

4. Defense = Full disclosure of the MNPI to the company/shareholders/source of the information forecloses liability

Healthcare Fraud (general intent)
I. Prohibited Conduct
A. Using false/fraudulent pretenses, representations, or promises in scheme to defraud a federal healthcare benefit program as to the delivery of/payment for healthcare benefits or services
II. Elements
A. Defendant knowingly & willfully devised/engaged in a scheme to—

1. Defraud a private or public healthcare benefit program; or

2. Obtain money or property from the custody/control of a public/private healthcare benefit program by false or fraudulent pretenses, representations, or promises
B. The statements made or facts omitted as part of the scheme were material
C. Defendant acted with intent to defraud
D. The scheme involved the delivery of or payment for healthcare benefits or services
III. Examples
A. Filing a reimbursement claim for medically necessary services and—

1. No services were rendered; or
2. Services were rendered, but they were not medically necessary; or
3. Services were rendered & medically necessary, but were fraudulently overcharged
IV. Penalties
A. Criminal:

1. No Serious Bodily Injury = 10-year statutory max and/or fine

2. Serious Bodily Injury = 20-year statutory max and/or fine

3. Death = Life sentence and/or fine
B. Civil = False-Claims Act; Anti-Kickback Statute (if kickbacks involved)

C. Administrative = Civil Monetary Penalties; treble damages; healthcare program exclusion
Anti-Kickback Statute (general intent)
I. Prohibited Conduct
A. Defendant offered, paid, or received something of value (remuneration in cash or in kind)

B. To induce or provide—
1. Patient or business referrals
2. The purchase, lease, or order of any good, facility, service, or item
C. For which payment may be made, in whole or in part, under a federal healthcare benefit program (including Medicare & Medicaid)
II. Anti-Kickback Violation = False-Claims Act Violation
A. Where illegal remunerations are given in exchange for patient referrals, & medical services are rendered, any claim for reimbursement from a fed. healthcare benefit program is tainted 
B. The submission of that tainted claim constitutes a violation of the False-Claims Act
III. Policy
A. To protect against corruption of the medical process & the clinical judgments of doctors

IV. Examples
A. Agreeing to speaking engagements is generally OK, unless it’s a sham (e.g., not a real conference, overpayment for speaking, no experience with the thing being spoken about)

B. Pharmaceutical company doing administrative work on doctor’s behalf isn’t OK (like bribery)
Money Laundering (specific intent)
I. Concept of Money Laundering
A. Characteristics Shared by All Types of Money Laundering:

1. Placement (money is placed somewhere)
2. Layering (money is “washed” to conceal its true nature)

3. Reclamation (money is reclaimed somehow)
B. General Requirements:

1. The money must have come from a “specified unlawful activity”

(i) Mail Fraud (US v. Yusuf [false tax return; concealment money laundering])
(ii) Wire Fraud

(iii) Bank Fraud

(iv) Securities Fraud

(v) Healthcare Fraud; Anti-Kickback; False-Claims Act
(vi) Structuring (Ratzlaf v. US [structuring; concealment money laundering])
2. Defendant had knowledge that the money came from an illegal activity
II. Types of Money Laundering
A. Monetary Transactions Involving Criminally Derived Property:
1. Defendant knowingly engaged in (or attempted) a monetary transaction
2. Defendant knew the transaction involved criminally derived property
3. The property had a value greater than $10,000

4. The property was, in fact, derived from an unlawful activity
5. The transaction occurred in the US (or overseas by a US citizen)

B. Promotional Money Laundering:

1. Defendant conducted a financial transaction involving proceeds of a specified unlawful activity
2. Defendant knew the property involved was proceeds of a specified unlawful activity
3. Defendant acted with intent to promote that specified unlawful activity

C. Concealment Money Laundering:
1. Defendant (intended to) used funds that are proceeds of a specified unlawful activity
2. Defendant knew the funds were the proceeds of a specified unlawful activity

3. Defendant knew that the transaction was designed in whole or in part to:

(i) Conceal the source, ownership, or control of the unlawful proceeds; or
(ii) Avoid a state or federal transaction reporting requirement

III. Definitions
A. “Monetary Transaction” = Deposit, withdrawal, transfer, or exchange of funds by, through, or to a financial institution
B. “Financial Transaction” = Moving funds by wire, or monetary instruments, or through a financial institution in a way that affects interstate or foreign commerce

C. “Criminally Derived Property” = Any property constituting, or derived from, the proceeds of a criminal offense

D. “Proceeds” = Any property derived, obtained, or retained (directly or indirectly) through some form of unlawful activity

1. US v. Yusuf = Defendant filed false tax returns (specific unlawful activity, mail fraud) and retained the taxes he was supposed to pay but failed to report (proceeds)

Racketeer Influenced & Corrupt Organizations Act (RICO)
I. Elements
A. Defendant either—

1. Invested, maintained an interest, or participated in the affairs of an enterprise; or
2. Conspired to engage in conduct constituting a pattern of racketeering activity
II. Definitions
A. “Enterprise” = Any associated group of individuals, whether legitimate or illegitimate
B. “Racketeering Activity”:

1. Mail Fraud

2. Wire Fraud

3. Bank Fraud

4. Bribery

5. Extortion

6. Embezzlement

C. “Pattern of Racketeering Activity” = Requires at least 2 predicate offenses within 10 years
III. Scope of RICO
A. Criminal Cases = Federal prosecutors must obtain prior approval from main justice to bring RICO charges

B. Civil Cases = Federal statute authorizes plaintiffs to bring civil RICO actions (usually for fraud offenses) and obtain treble damages & attorneys’ fees

C. Anti-Lenity Presumption = If statutory language is ambiguous, court favors government
Dodd-Frank Act

I. Concept & Scope of Dodd-Frank
A. Concept = New regulations introduced to strengthen criminal & civil sanctions against financial institutions after the 2008 financial crisis

B. Scope:

1. Securities Regulation
(i) Whistleblower incentives/protections
(ii) Nationwide subpoena service; civil penalties
(iii) Lower mens rea for securities law violations (reckless)
2. Swaps & Derivatives Regulations
3. Consumer Financial Protections

C. Volcker Rule = Restricts financial institutions’ ability to invest capital in a hedge fund or a private equity fund
Food, Drugs, & Cosmetics Act (FDCA)

I. Marketing & Promotion Evidence: Pharmaceutical Companies’ Intent
A. Basic FDA Question = Do the benefits outweigh the risks for the drug’s intended use?
B. Off-Label Promotion = Manufacturer expresses its intent in the marketplace that its drugs be used for an unapproved condition or in an unapproved manner
C. Theory = Off-label promotion causes the submission of false claims because the federal government pays for about 43% of all prescriptions
False-Claims Act

I. Overview
A. Concept = Enables company insiders to file actions against federal contractors for committing “claims fraud” against the government

B. Burden of Proof = Preponderance of the evidence
II. Elements
A. Submission of a claim to the United States (e.g., healthcare, FDA, government contract)
B. Falsity of the claim (e.g., medical services not rendered, not medically necessary, cost)
C. Materiality of the claim (i.e., natural tendency to influence the government to pay claim)
D. Knowledge of claim’s falsity (actual knowledge, willfully blind, reckless disregard of truth)
III. Important Terms & Notes
A. “Qui Tam” = A lawsuit under the False-Claims Act

B. “Qui-Tam Relator” = Whistleblowers who have original knowledge of the violation and who bring lawsuits under the False-Claims Act

C. “Submission” = Also sufficient to cause to be submitted
D. Materiality = If government pays a claim despite actual knowledge that the requirements were violated, then that’s strong evidence that the requirements weren’t material (Escobar)

IV. What Is Not Required
A. Privity = No requirement of actual privity of contract with the government; government need not have paid the claim, only that the claim was submitted to the government
B. Reliance = No requirement that the government relied on the false claim; only that it was capable of influencing the government (to pay)

C. Awareness = No requirement that the government was aware of the facts alleged to be false

V. Increased Liability Under Obamacare & FERA
A. “Public Disclosure” Bar = Relators barred from profiting from fraud that’s publicly exposed

1. “Original Source” Exception = Bar can be overcome if whistleblower is someone who has knowledge independent of & that materially adds to the publicly disclosed info
B. Reverse False Claims = Companies must report & return to the government any overpayment on a claim within 60 days

VI. Stages In A Qui Tam Action
A. Stage 1 = Whistleblower files a complaint & disclosure statement under seal & in camera and serves it on the Attorney General (government has 60 days to investigate)
B. Stage 2:
1. Government Declines to Intervene = If government declines to intervene, the whistleblower may prosecute or dismiss the case themselves (if government allows)
(i) Whistleblower Recovery = 25–30% of damages (unless they planned & initiated the fraudulent violation, in which case may be less than 15%)
2. Government Intervenes = Government runs the show; & whistleblower is sidekick

(i) Whistleblower Recovery = 15–25% of damages (based on contribution to case)
3. Government Moves to Dismiss = The government must (a) identify a valid government purpose & (b) show a “rational relation” between achieving that purpose and dismissal
(i) Whistleblower Response = If government satisfies its burden, relator has burden to show the dismissal is fraudulent, arbitrary, or illegal

VII. Statute of Limitations
A. Qui-tam relators have up to 10 years to file suits

	PROCESS CRIMES


Perjury (specific intent)
I. Elements
A. Defendant testified under oath
B. The testimony was false
C. The testimony was material to the proceedings

D. Defendant willfully testified falsely

1. “Willfully” = Defendant deliberately made a false statement & knew it was false

II. General Rules
A. Testimony Must Be False = Defendant’s testimony must literally be false or untrue; insufficient if the statement is facially true or merely misleading

1. Bronston v. US = Perjury statute cannot be invoked simply because the witness succeeds in derailing the questioner or giving misleading responses

2. US v. DeZarn = Defendant could be found guilty of perjury if they understood the question and still gave a materially misleading answer in response (even if true)
B. Jury Must Agree About the Statement = All the jury members must agree as to which statement was false

C. Two-Witness Rule = The testimony of at least 2 witnesses (or other corroborative evidence) that tends to support the falsity of defendant’s testimony is required to sustain a perjury conviction
1. Exception = Corroboration is not required when defendant is accused of testifying falsely before a grand jury or the court

2. Exception = Corroboration is not required when false testimony is proven by circumstantial evidence

III. Defenses
A. If the statement is literally true, the falsity element will not be satisfied (even if misleading)

B. If defendant believed his statement to be true when it was made, the willfully element will not be satisfied

C. [Both defenses apply to false statements, too]

False Statements (specific intent)
I. Elements
A. Defendant made a false statement/representation/writing to a government agency

B. The false statement was material to the activities or decisions of that agency

C. Defendant willfully made the false statement

1. “Willfully” = Defendant deliberately made a false statement & knew it was false

II. Perjury vs. False Statements
A. Only perjury requires the defendant to have made the statement under oath
B. False statements are much broader than perjury, including:

1. Letters to agencies

2. Statements made to law enforcement during interviews

3. Statements for loan or workers’ compensation applications
4. Any material lie/misstatement/concealment/omission to the federal government

Obstruction of Justice (specific intent . . .?)
I. Common Elements
A. Defendant knowingly obstructed, influenced, or impeded (or attempted to do so)
B. An official proceeding/US agency investigation
C. With corrupt intent
II. Typical Obstruction Conduct
A. Telling others to lie to the government during an investigation (false statement)
B. Tampering with evidence

C. Attempting to improperly influence witnesses

D. Fabricating records to justify claims or statements

E. Destroying documents & records

III. Defenses
A. Bona-Fide Practice of Law:

1. Providing lawful, bona fide legal representation in connection with or in anticipation of an official proceeding is not prohibited or punishable

B. Document-Retention Plan:

1. May be a defense until the government issues a subpoena, at which point the company must suspend any document-retention policy and preserve evidence

	WHITE COLLAR INVESTIGATIVE TOOLS


Grand Jury Proceedings

I. Overview & Mechanics of the Grand Jury
A. Concept = An ex parte investigation & review of evidence by a 23-person panel of citizens to determine whether probable cause exists to issue an indictment
B. People Present in Proceedings = Grand jurors; AUSA; witnesses; court reporter; interpreter
C. FRCP 6(e) Confidentiality:

1. Grand jurors, AUSA, court reporter, interpreter, and any government personnel assisting in the investigation & to whom materials are disclosed are bound by secrecy

2. Witnesses are not bound by secrecy, but any of their diagrams or charts prepared for use in a grand jury is bound by secrecy
3. All grand jury materials (all matters appearing before them) are confidential, except for preexisting or underlying business records (unless those records are sealed)
D. Number of Votes for True Bill = 12 votes are required to return an indictment (“true bill”)

II. Two Types of Grand Juries
A. Accusatory = Handle reactionary cases (e.g., felon-in-possession)
B. Investigatory = Handle long-term, complex cases through investigations; grand jury can subpoena witnesses & hear testimony, and subpoena documents (duces tecum)

III. Terminology
A. “Targets” = Individuals who are the focus of a grand jury investigation

B. “Subjects” = Individuals who may be charged, but not as likely to be indicted as the target

IV. Benefits of Grand Jury for AUSAs
A. AUSA Runs the Show = The AUSA suggests which cases the grand jury should investigate, prepares the subpoena for the grand jury’s signature, drafts the indictments

B. No Defense Counsel Present = Without defense counsel there, the AUSA has more control

C. No Cross-Examination = But Confrontation Clause risks with unavailable witnesses
D. Hearsay Permitted = Contrary to CA law, there’s no bar to introducing hearsay evidence for the grand jury to consider in deciding whether to indict

E. Illegally Obtained Evidence Admissible = Evidence seized in violation of the 4th Amendment may be presented before the grand jury
F. AUSA Need Not Present Exculpatory Evidence = 5th Amendment doesn’t require AUSA to present exculpatory evidence to the grand jury

G. AUSA Can Always Resubmit = If a grand jury refuses to issue an indictment (“no bill”), AUSA can represent the same case to another grand jury

Search Warrants

I. Warrant Requirements
A. Warrant must (1) be based on probable cause, (2) be issued upon oath or affirmation to a neutral magistrate, & (3) particularly describe who or what is to be searched/seized
B. Exception = Particular description is not necessary if government can prove the business is permeated with fraud (does not apply in healthcare fraud cases [probable cause required])

II. Exclusionary Rule
A. Individual & Corporate Standing = Individuals generally do not have standing to contest corporate searches (unless corporation is family owned; or they have REOP in item or place)
Grand Jury Subpoenas
I. Characteristics
A. Grand jury subpoenas are criminal investigatory subpoenas (pre-indictment)
B. These subpoenas are national in scope (defendant cannot object on the basis of jurisdiction)

C. Can be used to compel witnesses to appear before the grand jurors & testify
D. Can be used to compel the production of documents or other tangibles (subpoena duces tecum)

E. Anything produced from these subpoenas are subject to FRCP 6(e) secrecy & confidentiality

II. Advantages vs. Disadvantages
A. Advantages:

1. No prior approval or probable cause needed to compel testimony/document production
2. Limited interference by the court or defense counsel in drafting or serving subpoena

3. AUSA controls the timing of the issuance of subpoenas

4. AUSA is empowered through subpoenas to investigate/test drive their case in secret

B. Disadvantages:

1. Loss of surprise if the target becomes aware of the investigation through subpoenas
2. Subpoenas risk document destruction (obstruction of justice)

3. Subpoenas may result in “document dumps” (large volume of irrelevant documents)
III. Quashing Subpoenas:

A. Concept = Defendant may move to quash a subpoena duces tecum if compliance would be (1) unreasonable or (2) oppressive
1. Problem = Grand jury subpoenas are presumptively reasonable, and it is tough to show that compliance will cause an undue burden
2. Best Bet = Try to argue that compliance with production will cause an undue expenditure of resources (usually can work well with small companies)

B. Act-of-Production Doctrine = If the compelled production of records under a subpoena duces tecum could incriminate the individual, they may assert their 5th Amendment privilege (US v. Hubbell)
1. Requirements:

(i) Must be testimonial (act of production asserts that documents exist & are in the individual’s possession)

(ii) Must be incriminating (furnishes a link in chain of evidence for prosecution)

(iii) Must be compelled (subpoena duces tecum compels production of documents)

2. Exceptions:
(i) “Foregone-Conclusion” Test = Where government already knows of the existence & location of documents & can independently authenticate them, the act of production is not protected by the 5th Amendment
(ii) Collective-Entity Doctrine = 5th Amendment privilege does not apply to the records of corporations; individuals cannot rely upon the privilege to avoid producing records of a company which are in their possession in a representative capacity, even if records might incriminate them personally (Braswell v. US)
Wiretaps, Consensual Recordings, & Pen Registers

I. Wiretaps
A. Concept = A judge-authorized tool enabling law enforcement agents to secretly intercept & record phone calls and text messages in real time; highly invasive
B. Affidavit Requirements for Wiretaps:

1. Affidavit must describe the affiant’s experience
2. Affidavit must identify the target subjects & offenses
3. Affidavit must identify the objectives of the investigation

4. Affidavit must disclose all previous wiretap applications & their current status

5. Affidavit must provide information about target subjects & confidential informants
6. Affidavit must demonstrate probable cause
(i) Must show the phone number will be used for the specified criminal activity
(ii) Usually proven by showing that at least 1 criminal call was made using the phone number within 6 months of the application; often done through consensual recording by a confidential informant or pen register
7. Affidavit must prove necessity
(i) Must demonstrate that:

(a) All other investigative methods failed or would not be successful if employed (e.g., subpoenas, consensual recordings, pen register); and

(b) The wiretap will help get the necessary information that would make a difference to the investigation

C. Limitations on Wiretaps:
1. Wiretap application is effective only for 30 days; any request for an extension (30 days) goes through main justice before being processed

2. Agents must stop listening & recording when calls are privileged or not pertinent
3. Wiretap reports must be sent to the court every 15 days with updates re. calls made

4. When the wire “comes down,” the recordings are sealed unless & until an indictment is returned

5. After the wire “comes down,” the government is statutorily required to notify any intercepted 3rd party in writing (even if it was a wrong number)
II. Consensual Recordings
A. Concept = Audio or video recording over the phone or in-person via confidential information or undercover agent (one person consents); this is the next best thing to wiretaps

B. Admissibility = Audio/video recording is admissible at trial as party-opponent admissions; and the informant/undercover agent can authenticate it

III. Pen Registers
A. Pen Register = Enables law enforcement to record outgoing phone numbers 
B. Trap & Trace = Enables law enforcement to record incoming phone numbers

C. Relevance = These devices help government obtain a wiretap, because the data helps identify a “dirty” phone that will eventually be the target of the wiretap, and other possible targets
D. Pen Register Application = Government must articulate reasonable suspicion that the subscriber information is relevant & material to the ongoing criminal investigation
Proffer Sessions & Immunity
I. Proffer Sessions
A. Concept:

1. Investigative tool used to determine who is a valid candidate for immunity

2. Valuable to both AUSA & defense, providing a way for them to speak without foreclosing on government’s ability to use the incriminating information if the proffer session does not lead to immunity

B. Proffer Letter (“Queen for A Day”):

1. AUSA offers defendant limited immunity for anything stated during proffer session
2. But the statements can be used to impeach a testifying defendant
C. Standard Terms:

1. Conditioned on the truth of defendant’s statements, AUSA agrees not to use in their case-in-chief anything mentioned during the proffer session (unless defendant lies)
II. Immunity
A. Transactional Immunity:

1. Concept = Bars the prosecution from prosecuting defendant for any crime discussed during the proffer session
2. Note = This type of immunity is rare; prosecutors are reluctant to give immunity to someone whose involvement in the crime they are completely unaware of
B. Use Immunity:

1. Concept = Bars the prosecution from using against the witness any information that was directly or indirectly derived from his immunized testimony
2. Kastigar v. US = Defendants can still be prosecuted, but government must prove the evidence derived from a source independent of defendant’s immunized testimony
Parallel Proceedings
I. Overview
A. Government investigation proceeds civilly & criminally (or state-federal) at the same time

II. Advantages of Parallel Proceedings
A. General Advantages:
1. Can achieve the greatest deterrent effect & financial recovery

2. Promotes judicial economy by saving time and avoiding the duplication of resources

B. Criminal Advantages:

1. AUSAs can take advantage of civil expertise and their resources
2. AUSAs can order asset freezes & criminal forfeiture

(i) Fraud Injunction Statute = Enjoin fraudulent conduct & freeze assets pre-indictment in healthcare fraud cases
(ii) Standard = Probable cause/preponderance of the evidence that (1) a crime is being committed & (2) assets are being dissipated

C. Civil Advantages:

1. Can take advantage of criminal-side investigative methods

(i) Evidence obtained through search warrants & undercover operations
(ii) Records obtained through HIPAA subpoenas (criminal subpoena issued by AUSA in connection with healthcare fraud investigation)
2. Two heads are better than one—and working together provides for faster recoveries

III. Dos & Don’ts of Parallel Proceedings
A. DO share documents & information (subject to FRCP 6(e) secrecy)
1. Can Be Shared = Documents & materials obtained through (a) search warrants, (b) HIPAA subpoenas, (c) Inspector General subpoenas, (d) Civil Investigative Demands, (e) civil discovery & subpoenas, and (f) underlying/preexisting business/bank records
2. Cannot Be Shared = Grand jury materials (grand jury transcripts, exhibits/demonstratives, interview reports, & documents or oral accounts describing what occurred in the grand jury room)

B. DON’T make affirmative misrepresentations (US agencies) (US v. Stringer)

1. Note = Agents may use ruses (e.g., saying that they are not with the government); but they cannot misrepresent the type of agency they are with (e.g., SEC instead of DOJ)
C. DON’T improperly commingle civil-criminal parallel investigations (US v. Stringer)
1. Explanation = Civil agencies cannot use their investigations as a stalking horse (pretext) to obtain evidence for criminal prosecution, or vice versa; violates due process
IV. Legal Advice
A. Stay Civil Cases = It is often wise to seek a stay of a civil case, so the criminal case goes first

1. Prosecution Rationale = Securing a criminal conviction functions as collateral estoppel in a civil False-Claims Act case
2. Defense Rationale = Avoids defendant undergoing depositions by government agents and other government witnesses via civil discovery while simultaneously being prosecuted & exercising their 5th Amendment privilege against self-incrimination
Attorney-Client Privilege & The Work-Product Doctrine

I. Attorney-Client Privilege
A. Elements:

1. A communication between a lawyer & client for the purpose of obtaining legal advice that is intended to be confidential
B. Corporate Context:

1. Upjohn v. US = Attorney-client privilege applies to all employees in a corporation who provide factual information to the attorney so that he may provide sound legal advice
(i) If a communication is related to legal advice, it is privileged

(ii) If a communication is part of a factual investigation by corporate counsel, it is privileged (even if no legal advice is given)

2. Upjohn Factors to Consider:
(i) Whether the communication is made by employees to corporate counsel
(ii) At the direction of superiors

(iii) For the purpose of obtaining legal advice

(iv) Regarding matters within the employees’ duties

(v) And employees know the purpose of the communication

3. Upjohn Warnings = Before employee interviews, to avoid conflicts of interest & ensure a corporation can reveal information discussed between employees and attorney, say:
(i) “Hi, my name is Rafael.  I’m an attorney with O’Melveny, and I was retained to assist in the internal investigation with your company.  Everything we discuss here today is privileged and confidential; however, I represent the company and not you as an individual.  The company is the holder of this privilege, and it may waive the privilege and disclose the contents of our discussion if it would like to.  You’re welcome to retain your own attorney.”

II. The Work-Product Doctrine
A. Concept = Documents prepared in anticipation of litigation are protected (Hickman v. Taylor)
1. “In Anticipation of Litigation” = The test is whether the document fairly can be said to have been prepared because of the prospect of future litigation (“because-of” test)

B. Scope = Includes legal theories, opinions, conclusions, and mental impressions

C. Privilege-Holders = Both the client & the attorney can assert the protections of the work-product doctrine

D. Fed. R. Civ. Pro. 26(b)(3) Exception = Discovery of attorney work product is authorized upon showing (1) substantial need & (2) inability to discover documents without undue hardship
III. Exceptions to the Privileges
A. Waiver = A public company’s board of directors owns the privilege & can waive; if the company is in bankruptcy proceedings, the trustee assumes that power
1. Note = If defendant asserts the reliance-on-advice-of-counsel defense, the privileges are effectively waived
2. Note = Thompson Memo & Justice Manual direct DOJ to avoid conditioning cooperation credit on a company’s waiver of their privileges

B. Crime-or-Fraud Exception = A communication made by the client about their commission of a current or future crime is not privileged; nor is work product prepared for that purpose
C. Joint-Defense Agreement = Agreement between co-defendants or 3rd parties; used to avoid claims of waiver through voluntary disclosures to a 3rd party
1. Requirements:

(i) Attorney-client relationship with one member of the joint defense group

(ii) There must be the threat of litigation

(iii) There must exist a common interest or a joint defense

2. Typical Provisions in Written Joint-Defense Agreements:

(i) Description of scope of privilege for documents & communications

(ii) Effects of a potential conflict of interest

(iii) Notice requirement if a participant wants to withdraw from the agreement (i.e., if a participant decides to cooperate with the government)

	FEDERAL SENTENCING


Federal Sentencing Guidelines
I. Two-Step Process
A. Step 1 = Calculate sentencing range
1. Base offense level + enhancements – downward departures = offense level
(i) Downward Departure Factors = (a) Acceptance of responsibility (-2); (b) only a minor role played in crime; (c) substantial assistance to government
(ii) “Substantial Assistance” = (a) Usefulness of defendant’s assistance; (b) truthfulness, completeness, & reliability of information; (c) nature & extent of assistance; (d) danger/risk to defendant or family from assistance; (e) timeliness of assistance
2. Intersection of total offense level & criminal history = sentencing range
B. Step 2 = Consider 18 USC § 3553(a) statutory factors

1. Nature & circumstances of the offense

2. Personal history & background of defendant

3. Seriousness of the offense (proportionality)

4. Avoiding unwanted sentencing disparities among similarly situated defendants

5. Adequate deterrence (deterrence)

6. Protecting public from future offenses by defendant (incapacitation)

7. Providing training, medical care, and other correction treatment (rehabilitation)
8. Restitution

Corporate Sentencing

I. Sentencing Options for Corporate Defendant
A. Requiring effective compliance & ethics programs

B. Fines

C. Probation

D. Criminal forfeiture

II. Sentencing Guidelines’ Effective Compliance & Ethics Program
A. Overview:
1. Corporations should exercise due diligence to prevent/detect criminal conduct

2. Corporations should promote a culture that encourages ethical conduct & compliance

3. Compliance should be “generally effective” in preventing/detecting crime
B. Sentencing Guidelines’ Requirements:

1. Corporations must implement standards & procedures to prevent/detect criminality

2. Must ensure corporation’s governing authority knows about the content & operation of the compliance program & exercises reasonable oversight to ensure its effectiveness
3. Corporations must make reasonable efforts to exclude persons they knew/should’ve known were engaged in illegal activities or conduct

4. Corporations must take reasonable steps to communicate with & train employees, and to ensure the program is followed & is effective

5. Corporation must promote & enforce the program with incentives and discipline
6. Corporations must take reasonable steps to respond to and prevent criminal conduct
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