1. USAM 9-28 considerations for prosecuting a company

a. Nature and seriousness of the offense

b. Pervasiveness of wrongdoing (did company condone the wrongdoing?)

c. History of similar misconduct (prior enforcement actions against it?)

d. Timely/voluntary disclosure of wrongdoing and willingness to cooperate in internal investigation

e. Existence and effectiveness of pre-existing compliance program (well-documented culture of compliance)

f. Remedial action: implementing/improving compliance program, replacing responsible management, disciplining and terminating wrongdoers

g. Collateral consequences: disproportionate harm to shareholders, pension holders, EEs, and public

h. Adequacy of prosecution of individuals responsible for the corporation’s malfeasance

i. Adequacy of remedies such as civil or regulatory enforcement actions

2. Canons of Statutory Interpretation/Knowledge + Intent to Defraud

a. Good Faith Reliance on Counsel defense (negates key element of intent)

i. Before taking action, defendant sought the advice of an attorney whom he believed to be competent for the purpose of securing advice re the lawfulness of possible future conduct

ii. He made an accurate and full report of all material facts that he knew and acted in strict accordance with the advice of his attorney who had been given a full report

b. Bona Fide Practice of Law defense (applies to all obstruction of justice charges)

i. Obstruction-of-justice charge does not punish the providing of lawful, bona fide, legal representation services in connection with or anticipation of an official proceeding

ii. Lauren Stevens lessons: always have a lawyer sign government-response letters, and outside counsel is better than in-house counsel (DOJ much less likely to indicate a reputable law firm)

c. Maxims of Statutory Interpretation

i. Ignorance of the law is no excuse (except for some specific intent crimes, e.g. tax evasion)

ii. Rule of lenity: when two possible statutory interpretations, the lenient one favors the defendant

d. Park/Responsible Share Doctrine: considers whether individual/CEO has a responsible share for the wrongful conduct of its officers, despite not having the requisite intent/mens rea

i. CEO has an affirmative duty to seek out and remedy violations and ensure those remedies are implemented (failure to do so = criminal liability)

ii. Factors to consider for Responsible Share (standard of care is lower than negligence)

1. Was CEO on notice?

2. Was it possible/probable that CEO could have acted?

3. Does CEO have authority/jurisdiction?

e. Corporations are capable of having intent (NY Central – extending corporation’s ability to have culpable intent beyond strict-liability crimes

3. Mail/Wire Fraud
a. Elements

i. Knowingly participated in scheme to defraud victim of money/property or right to honest services

ii. Statements made or facts omitted as part of scheme were material, having a natural tendency to influence (or capable of influencing) a person with his money/property or trust

iii. Acted with intent to defraud

iv. Used (or caused to be used) mails or wires in carrying out (or attempting to carry out) scheme

b. Honest Services and McNally

i. Pre-McNally: Scheme to defraud = money/property or intangible right to honest services

ii. McNally: Scheme to defraud = only money/property (no honest services)

iii. Post-McNally: Congress passed 18 USC 1346 to include honest services in a scheme to defraud

iv. Skilling: HS requires kickbacks/bribes; mere self-dealing without quid pro quo not enough

c. Vicarious Liability: if the defendant participated in scheme w/ intent to defraud, he is responsible for the reasonably foreseeable conduct of his co-schemers in carrying out the scheme, even unaware of it

4. Securities Fraud

a. Elements

i. Defendant engaged in a scheme to defraud; or
Made untrue statements or omissions of material fact; or
Engaged in any act, practice, or course of business that operates as a fraud upon any person

ii. Acts/failures to disclose information were in connection with the purchase or sale of a security

iii. Acted with purpose of defrauding the buyer or seller of a security

iv. Directly or indirectly used mails, instrumentalities of ISC, or facilities of national securities exchanges in connection with these acts or failures to disclose

b. Materiality defined (for purposes of securities fraud): substantial likelihood that a reasonable investor would consider the information important in making a buying or selling decision

c. Types of Securities Fraud

i. Insider Trading while in possession of material non-public information
1. Classic: an insider who trades on material non-public information when there is a duty to speak arising from a fiduciary or similar relation of trust and confidence (one party has information to which another party is entitled)

a. Under SEC Rule 10(b)(5): it is no defense to say that you would have made the trade regardless of your possession of the material nonpublic information

2. Misappropriation (Carpenter): insider misuses material nonpublic information (e.g. employer’s intangible confidential information)—breaching a fiduciary duty to the source of information—in connection with a securities transaction/trade on any stock

a. Confidential information is property to which company has right of exclusive use

b. Full disclosure forecloses liability – check this!
ii. Misrepresentation or omission in corporate statements
iii. Manipulation (Pump and Dump)
5. Healthcare Fraud – criminal violation always involves obvious cheating, lying, and stealing

a. Generally, submitting a reimbursement claim certifies that the services were both medically necessary and actually performed.  Healthcare fraud occurs when this certification is false.

b. Elements (mirrors MF/WF)

i. Defendant knowingly and willfully engaged in scheme to defraud or obtain by false pretenses any money or property owned by a public or private healthcare benefit program

1. Knowingly: aware of his act/omission (not through ignorance, mistake, or accident)

2. Willfully: per Obamacare, gvt need not prove that D had knowledge of statute or specific intent to violate the law (compare with tax fraud, which requires specific intent)

ii. Statements made or facts omitted as part of the scheme were material

iii. Defendant acted with intent to defraud

iv. Scheme involved the delivery of or payment for healthcare benefits, items, or services

c. Statutory maximum sentences

i. 10-year statutory maximum

ii. 20-year statutory maximum if violation results in serious bodily harm

iii. Life sentence if violation results in death

d. Obamacare amends “Federal Healthcare Offense” to include §1347, FDA, WF, MF, ERISA, AKS, and false statements, which in turn

i. Subjects proceeds of offenses to criminal forfeiture

ii. Allows obstruction prosecutions

iii. Constitutes “specified unlawful activity” for money laundering

6. Anti-Kickback Statute (upgraded to a felony offense in 1977)

a. Elements:

i. Prohibits the knowing and willful solicitation, receipt, offer to pay, or actual paying of value (remuneration in case or kind)

ii. To induce or provide (1) patient/business referrals or (2) purchase, lease, or order of any good, facility, service, or item

iii. For which payment may be made in whole or it part under the federal healthcare statute, including Medicare or Medicaid

b. Specific intent is not required (per Affordable Care Act)

c. Regulatory safeharbors (e.g. professional courtesy discount) are important given the broad (and unclear) statutory language of “remuneration.”  Providers can always seek “advisory opinions” from government

d. Enforcement: criminal, civil (STARK), and administrative (CMPS)

e. Penalties

i. 5-year statutory maximum

ii. Fines may not exceed $25,000K

f. “Tainted Claims under FCA: under Obamacare, an AKS violation = FCA violation, in turn allowing for double and treble damages, even for claims submitted by 3rd parties

g. Summary of Obamacare


i. Added FDA/ERISA as “Federal Healthcare Offenses” allowing for money laundering

ii. Clarified new, lower scienter (knowledge) requirement – no specific intent required

iii. AKS violation = FCA violation, allowing for double/treble damages

7. False Claims Act

a. Background: allows company insiders (whistleblowers / qui tam relators) to file actions against federal contractors for committing “claims fraud” against the government (the Lincoln Law)
i. Civil: FRCP 9(b) (fraud with particularity) and preponderance-of-evidence standard apply

ii. Allows for double and treble damages

b. Elements

i. Submission of a claim to the United States

ii. Falsity of the claim (medical services weren’t rendered, weren’t medically necessary, or upcoded)

iii. Materiality of the claim: objectively would have made a difference to the government, having a natural tendency to influence (or be capable of) the payment or receipt of money or property

iv. Knowledge of the claim’s falsity; broad definition of knowledge, includes 
(1) actual knowledge, (2) deliberate ignorance of the truth, and (3) reckless disregard of the truth (but mere negligence is not enough)

c. What is not required

i. That gvt actually paid the claim

ii. That gvt actually relied on false claim, so long as it is capable of influence (FERA)

iii. That government was actually aware of the facts alleged to be false

d. Affordable Care Act/ FERA amendments – increasing companies’ liability exposure

i. Narrowed public disclosure, and broader original source definitions (Affordable Care Act)

ii. Reverse false-claim requirement (FERA); companies have 60 days—from date of discovery—to report overpayments and repay the gvt (Affordable Care Act)

iii. No “presentment”/privity with gvt required, extending liability to sub-contractors (FERA)

e. Stages in a Qui Tam Action

i. Relator files a complaint and disclosure statement under seal and in camera, serving a copy to the DOJ, and the government has 60 days to investigate

ii. Government may intervene and prosecute the case, with the relator as the sidekick (government runs the show, making decisions over the relator’s objections)

iii. Government may decline intervention, allowing the relator to either prosecute the case or dismiss the case (can only dismiss with the government’s permission b/c gvt is a real party in interest)

f. Recovery for Relator

i. Government intervenes: 15 – 25% depending on the relator’s contribution

ii. Government declines: 25 – 30%

iii. Court may award less than 15% if the relator initiated/planned the fraud

g. Collateral Estoppel: criminal guilty plea = admission of guilt in a parallel civil case

8. Money Laundering: “cleaning money” that you illegally obtained (RICO offense)

a. 3 Types of Money Laundering

i. Monetary Transaction Involving Criminally Derived Property – just spending the money
1. Knowingly engaged (or attempted to engage in) a monetary transaction

2. Knew that the transaction involved CDP—property derived from proceeds of a specified unlawful activity—even if D did not know the precise nature of the offense

3. Value greater than $10,000

4. Property was in fact derived from an unlawful activity

5. Transaction occurred in the U.S., or overseas provided D is a “U.S. person”

ii. Promotional Money Laundering – using proceeds to keep fraud going/create new crim enterprise
1. D conducts (or intends to) a financial transaction involving property representing the proceeds of a prior, separate criminal activity

2. D knew the property represented proceeds of that prior separate criminal activity

3. D acted with intent to promote the carrying on of a specified criminal activity

iii. Concealment Money Laundering – structuring
1. D conducts (or intends to) a financial transaction involving property representing proceeds of a prior, separate criminal activity

2. D knew the property represented proceeds of that prior separate criminal activity

3. D knew the transaction was designed in whole or part to conceal the nature, location, source, ownership, or control of the proceeds of a prior separate criminal activity or to avoid a state or federal transaction reporting requirement

iv. International Concealment Money Laundering
1. D transported money from within the U.S. to or thru a place outside U.S. (or vice versa)

2. D knew the property represented proceeds of a prior separate criminal activity

3. D knew the transportation was designed in whole or part to conceal or disguise the nature, location, ownership, source, or control of the proceeds or to avoid a state or federal transaction reporting requirement

b. Money Laundering Terms

i. Financial Transaction: moving funds in some way that effects ISC by wire, by one or more monetary instruments, or by use of a financial institution that affects ISC

ii. Monetary Instrument: U.S. or foreign coin, currency, or personal/travelers checks

iii. Monetary Transaction: deposit, withdrawal, transfer, or exchange (in or affecting ISC) of funds or a monetary instrument by, through, or to a financial institution

iv. Proceeds: property derived from, obtained, or retained directly or indirectly thru some form of unlawful activity, including the gross receipts of such activity (for conduct post 5/20/2009)

1. Unlawfully disguised unpaid taxes = “proceeds” of specified unlawful activity (Yusef).  SUA was filing of false tax returns (mail fraud). Retaining taxes you are supposed to pay without reporting it on returns = proceeds

c. Money Laundering Enhances Sentencing Points and is subject to criminal forfeiture
9. Perjury: good for prosecutors: helps tell the story, especially when underlying crime is hard to prove/complex

a. Elements

i. D testified under oath, orally or in writing (specify the false testimony indicated)

ii. Testimony was false (with all jurors agreeing which statement was false)

1. Concealing information without actually saying anything untrue; or

2. Falsifying info, both withholding true info and presenting false info as if it were true

iii. Testimony was material to proceedings (this is a question of fact for the jury to decide)

iv. Defendant acted willfully, deliberately and with knowledge testimony was false

b. Facially true statement, although misleading, does not constitute perjury (Bronston)

i. Perjury statute does not catch the “wiley witness” who speaks the literal truth (the questioner is responsible to ask follow-up questions)

ii. **outlier case – DeZarn (6th Circuit): finding perjury though the answer was literally true when the context of the questioning made it absolutely clear what the questioner was asking

c. Two-Witness Rule (issue of corroboration): in case of “he-said, she said,” the testimony of one witness is not enough for a conviction; requires testimony of 2nd witness or other evidence tending to support falsity

i. Corroboration instruction not required when D is accused of False Declaration Before GJ/Court

ii. Corroboration not required when false testimony is proved by circumstantial evidence

10. False Statements: 18 USC §1001 (broad statute)

a. Elements

i. D made a false statement/representation/writing in a matter within the jurisdiction of an agency

ii. Statement was material to the activities or decisions of that government agency, having a natural tendency to influence (or capable of influencing) the agency’s activities or decisions

iii. D acted willfully (deliberately and with knowledge the statement was untrue)

b. Literal truth is a defense (compare w/ fraudulent statements, making misleading statements unlawful)

c. Perjury v. False Statements common elements (good multiple choice)

i. Falsity: D testified falsely or made a false statement

ii. Willfulness: deliberately and with knowledge of falsity

iii. Material: false testimony/statement was material to the activities/decisions of the government

d. Perjury v. False Statements distinctive elements (good multiple choice)

i. Under oath: only perjury requires that the false statement was made under oath

ii. False-statement prosecutions are much broader than perjury, including

1. Letters to agencies (Lauren Stevens)

2. Statements to law enforcement agents during interviews

3. Statements to loan/workman’s comp applications

4. Any material lie, misstatement, concealment, or omission to the government

11.  Obstruction of Justice (hand-in-hand with false statements/perjury b/c lying to agent is form of obstruction)

a. Elements: prohibits the knowing and corrupt obstruction of the due administration of justice

i. D knowingly obstructed, influenced, or impeded (or attempted to do so) an official proceeding

ii. With corrupt intent

1. Corruptly: some consciousness of wrongdoing (low level of intent required)

2. Knowingly: corrupt persuader cannot be someone who persuades others to destroy docs in compliance with police if he has no knowledge of the proceedings or investigation to which the documents are material

3. Nexus between intent/conduct: D must have actual knowledge of an official proceeding and acted in contemplation of that knowledge

b. Defenses:

i. Document Retention Plan: can be a defense until government issues subpoena, at which time the company is obliged to suspend any document-retention policy and preserve evidence

ii. Bona Fide Practice of Law: available to attorneys charged with obstruction

c. Classic Types of Obstructive Conduct

i. Telling others to lie to government during investigation

ii. Tampering with or attempting to influence a witness

iii. Fabricating records to justify healthcare claims/settlements

iv. Destroying documents and records

d. Title 18 Obstruction Statutes

i. 1503/05 Omnibus catch-all

ii. Specialized statutes for criminal investigations, official proceedings, and federal audits

iii. Specialized statue for Sarbanes Oxley (circuit split re whether specific intent is required)
In Lauren Stevens case, Judge Titus required specific intent for 1519/20

12. RICO – the crime of being a criminal

a. Elements:

i. D invested in, maintained an interest in, participated in the affairs of an enterprise; OR 

ii. Conspired to engage in conduct constituting a pattern of racketeering activity 

b. RICO and anti-lenity: when in doubt, err on the government’s side

c. Reach of RICO

i. Criminal: DOJ guidelines/ RICO section must give approval before bringing RICO charges

ii. Civil: Private plaintiffs can bring civil RICO actions and get treble damages and attorneys fees

iii. States have their own baby RICO statutes

13. Dodd-Frank – “too big to fail” is another example of the gvt flexing its legislative muscles in response to crisis

a. Broadly covers 1) securities reg, 2) SWAPs/derivative reg, and 3) consumer financial protection

b. AKA the “full employment act” for lawyers
White Collar Criminal Procedure – Prosecutor obligations (Brady, Jencks, Rule 16, Giglio) present throughout

14. Grand Jury: investigates, accuses, indicts using its subpoena power to require testimony and doc production

a. GJ as a screening process:

i. Determines if there is probable cause to indict someone of a crime (p/c cannot be challenged)

ii. GJ belongs to no branch of government – it is a constitutional fixture in its own right

b. Nuts and Bolts

i. 23 members, quorum 16 to conduct business, 12 to bring down an indictment

ii. Foreperson/deputy must sign indictment

iii. Secretary handles parking issues/attendance records, collects notebooks, etc

iv. Rule 6(h): voir dire may be appropriate to excuse a juror for cause, either temporarily or permanently, because of a conflict of interest, bias/prejudice, knowing a witness

v. Only people present: jurors, court reporter, interpreter, AUSA, witnesses

c. Types of Grand Juries

i. Accusatory: handles reactionary cases (e.g. felon in possession)

ii. Investigatory: handles long-term complex cases (prosecutor brings in new witness every month)

d. Rule 6(e) Secrecy

i. Bound by secrecy: jurors, court reporter, interpreter, AUSA, any gvt official assisting with the investigation (but not witnesses)

ii. All grand jury material (“matters occurring before the grand jury”) is confidential, including testimony material prepared by witness to use during GJ testimony (but not pre-existing or underlying business records, unless under seal)

e. Unique aspects of GJ

i. AUSA is the legal advisor to the jury (e.g., explaining what is/is not evidence)

ii. Hearsay is allowed (because FRE does not apply), thus a summary witness can be used to obtain an indictment 

1. Compare w/ CA; prosecutor may only present evidence to GJ that is admissible at trial

iii. Prosecutor not obligated to present exculpatory evidence, but should if he is personally aware of it, it is substantial, and it directly negates guilty

1. CA’s Johnson Rule: duty to disclose evidence reasonably tending to negate guilt

iv. Jurors can ask questions

f. Status Terminology

i. Target: active, gvt has made putative decision to charge the individual

ii. Subject: gvt thinks you are more than a witness but has not decided if a putative defendant

iii. Witness: person merely has information that is relevant to the investigation

15. Search Warrants

a. 4th Amendment Requirements

i. Probable Cause to believe a crime has been committed; and

ii. Particularity of description of both (1) premises to be searched and (2) items to be seized
(need not specifically describe items if gvt can prove business is permeated with fraud)
(*in HC fraud cases, can only seize patient records for which there is prob/cause)

b. Exclusionary Rule: seized evidence from an illegal search (+ fruit of the poisonous tree) is suppressed
i. Leon Good Faith Exception: if an officer acts in good faith in executing a facially valid search warrant, exclusionary rule doesn’t apply (whole point of rule is to deter bad-faith searches)

ii. When only part of warrant is unconstitutionally overbroad, then only partial suppression is warranted (of the overbroad items).  See SDI Future Health
c. Standing: there is only 4th amendment standing to challenge a search warrant if you are the suspect, thus innocent people/companies get searched all the time (Stanford Daily)

i. Individuals generally do not have standing for corporate searches (except when family-owned)

ii. 3-part test for whether CEO/individual has standing to suppress evidence (hard test to meet)

1. Do items seized constitute personal property (kept in a personal space)?

2. Did defendant have custody or immediate control over the property?

3. Did defendant take any precautions in concealing the property?

d. Sealed v. Unsealed Search Warrants/Affidavits: presumption that the government files criminal charges in open court, but the government can request that charges be sealed if (1) secrecy is needed until search/arrest warrant are executed, or (2) there is an ongoing investigation

e. Government Advantages of Search Warrants
(i) No 5th amendment / Rule 6(e) issues
(ii) Immediate access (subject to privilege), minimizing document destruction/loss
(iii) Plain view doctrine
(iv) EEs available for interview often without defense counsel present
(v) Dramatic shock-and-awe effect

f. Government Disadvantages of Search Warrants
(i) 4th amendment probable cause requirements, subject to suppression
(ii) Must disclose supporting affidavit to document custodian (unless under seal)
(iii) May have to sift through large volume of irrelevant records
(iv) One bit at the apple: can’t conduct surprise second search and/or the target may flee
(v) Creates adversarial relationship with the subject of the search

g. Defendant Tips for Responding to Search Warrant

i. First Impressions Matter: professional response sets positive/civil tone for investigation

ii. Never interfere with agents executing warrant (obstruction), but do 

1. Take detailed notes to create a record (in case you need to litigate it)

2. Ask to review warrant and object if search oversteps the warrant’s limits

3. Arrange to retain documents/copies so the business can continue to operate

4. Make attorney-client objections so the taint team can take over

iii. Develop response plan so all EEs know who to call and what to do (and who to answer to)

16. Government Subpoenas: investigative (GJ – our focus) or post-indictment trial

a. Various Types

i. Grand jury: criminal/investigatory only, national in scope, SDT (records custodians) & testimony

ii. Inspector General: for both criminal and civil cases, not subject to Rule 6(e)

iii. Rule 45: directed to non-parties for federal civil litigation, not subject to Rule 6(e)

iv. State/local: used in affirmative actions (e.g. consumer protection), not subject to Rule 6(e)

b. Challenging Subpoenas Under Rule 17(c) when compliance would be unreasonable/oppressive

i. May move to quash subpoena duces tecum if compliance would be unreasonable or oppressive: because SDT leads to compulsory production of private papers, an individual served w/ SDT is entitled to 4th amendment protection against unreasonableness

ii. Grand Jury Subpoenas are presumed reasonable, thus a motion to quash will be denied unless there is no reasonable possibility that the subpoena will result in relevant evidence, considering

1. Relevance: are requested items relevant to the investigation?

2. Particularity: is relevant-to-irrelevant ratio high enough to justify production?

3. Time Scope: requested items from appropriately defined time period?
4. Undue Burden: will compliance cause undue expenditure of resources?
iii. Defense counsel may still bring motion to cause delay or to reveal new facts re investigation

iv. Circuit Split re GJ subpoenas v. Protective orders

1. 4th/9th/11th per se rule: GJ subpoena always takes precedence over civil protective order

2. 2nd per se rule: civil protective orders always trump (absent extraordinary circumstances)

3. 1st/3rd: balancing test that favors GJ subpoena, absent exceptional circumstances

v. Government Advantages to GJ Subpoenas

1. Can compel documents/witness without prior approval or showing of probable cause

2. No outside interference by court or defense counsel in drafting/serving subpoena

3. Prosecutor controls timing and can “test drive” the case in secret

vi. Government Disadvantages to GJ Subpoenas

1. Loss of surprise, risking document destruction/obstruction

2. May receive large volume of irrelevant documents (prosecutor has no control over internal review of records)

3. “Forthwith” subpoena (getting docs immediately) requires special approval

vii. Practice Pointers In Responding to Subpoenas

1. Suspend doc-retention policy upon receipt of subpoena (low intent for obstruction)

2. Manage document-gathering process with instructions from a single source (having a written plan in place before you get the subpoena)

17. 5th Amendment Privilege Against Self-Incrimination

a. Act of Production Doctrine: producing evidence in response to subpoena has communicative aspects, including the documents’ (1) existence, (2) possession, and (3) authenticity

i. Elements to receive 5th amendment protection requires that the act of producing documents be

1. Compelled – in response to a subpoena and not just voluntarily created

2. Testimonial – relating a factual assertion or disclosing of information

a. Foregone conclusion: not testimonial if government already knows of documents existence and location and can independently authenticate them (describing them with particularity), such that the client adds little or nothing to the sum total of gvt’s information by conceding that he has possession of the document

b. Non-testimonial: handwriting exemplar, standing in lineup, having blood drawn

3. Incriminating – real/appreciable fear that testimony would be used to incriminate him or furnish a link in the chain of evidence needed to prosecute him

a. Court should conduct fact-specific inquiry to determine if witness provided sufficient evidence such that it is not perfectly clear he is mistaken and that the answers/production cannot possibly tend to incriminate him (Hoffman)

ii. Prosecutors have no duty to advise witness re 5th, but USAO policy is to admonish witness of it

b. Collective Entity Doctrine: company’s do not have 5th amendment rights, thus individual records custodians cannot invoke 5th to avoid producing company records that are in his possession in a representative capacity, even if the records may incriminate him personally (Brazwell)

i. CED applies equally to corporations (even dissolved ones) and sole proprietorships

ii. 7 Factors to determine if the essential nature of document is corporate (CED) or personal (APD)

1. Who prepared document

2. Nature of documents’ contents

3. Purpose or use of the document

4. Who possessed the document

5. Who had access to the document

6. Whether the corporation required the preparation of the document

7. Whether document was necessary to or in furtherance of corporate business

c. Waiving 5th Amendment: once witness begins divulging information, 5th is waived (Rogers)

i. If you learn witness will invoke the 5th, he may be a good immunity candidate

d. Immunity

i. Transactional: protects witness from being prosecuted for any crime discussed (rare)

ii. Use: prosecution cannot use against the witness information that was directly or indirectly derived from his immunized testimony (but he can still be prosecuted)

1. Kastigar hearing: if D is charged w/ crime related to immunized testimony, gvt has burden (preponderance) to prove that the evidence was derived from a legitimate source, wholly independent from the immunized testimony

iii. Defense can apply for immunity from court (and could result in prosecutor sanctions) if

1. Gvt used immunity in a discriminatory way, forcing potential witness to either invoke the 5th, or deliberately denying immunity to withhold exculpatory evidence; and
2. Evidence from defense witness will be material, exculpatory, not cumulative, and not obtainable from any other source

18. Witness Interview/Proffer Sessions: key to determining who is a candidate for immunity/cooperation

a. Proffer “queen for a day” letter: provides defendant with limited 5th amendment immunity, putting him on notice that any inconsistent statement (even by attorney) can be later used for impeachment

b. Valuable for both sides, providing a way to meet and talk without foreclosing on government’s ability to use incriminating information if the session does not lead to immunity

c. Standard Terms (not altered for any one)

i. Pros will not use info from session in case-in-chief or sentencing (with exceptions)

ii. If D lies, immunity is voided, and he could be prosecuted for false statements

d. Proffer could lead to cooperation agreement: guilty plea for lesser charge/sentence in exchange for substantial assistance (downward departure on sentencing guidelines)

19. Parallel Proceedings (and usually joint): when gvt investigates civil and criminal case at same time

a. Ninth Circuit endorsement of parallel proceedings (Stringer)

i. PP okay so long as government does not (1) make any affirmative misrepresentations, or (2) use civil case as a stalking horse for criminal case (this is misconduct and could result in dismissal)

ii. An agent may use a ruse (representing he is not w/ gvt) but cannot misrepresent type of agency

iii. In Stringer, 9th Circuit held that USAO did not affirmatively misrepresent

b. Gvt Advantages of PP: greatest deterrent impact/financial recovery without duplicating resources

i. Criminal Advantages: civil expertise and resources

1. Fraud Injunction Statute: Asset freeze and forfeiture by showing probable cause by preponderance that crime is being committed + assets being dissipated (need not trace)

2. Defendant’s responses may be valuable experience (wtf does this mean?)

ii. Civil Advantages: Search warrants/HIPPA subpoenas, undercover ops, faster recoveries

c. Dos/Don’ts of Parallel Proceedings

i. Generally, civil/criminal teams may share documents/testimony that is relevant to and intended to be used for their own investigations

1. E.g. liability, loss to government, and target’s assets

ii. Do share documents and information, subject to Rule 6(e), including:

1. Evidence obtained through search warrants and HIPPA/IG subpoenas

2. Products of Civil Investigative Demands (CID) – (see slide #236)

3. Products of civil discovery requests and subpoenas

4. Non-Rule 6(e) material (underlying/pre-existing business/bank records)

iii. Don’t share Rule 6(e) material, improperly commingle investigations (using civil case as a stalking horse for the criminal case), or make affirmative misrepresentations

d. Why Stay of a Civil Case is Good

i. Criminal judgment = collateral estoppel in FCA case

ii. Avoids criminal defendant’s taking depos of govt agents/witnesses via civil discovery

iii. Avoids 5th amendment issues in civil case

20. Wiretaps/Pen Registers

a. Wiretaps: intercepts content of phone calls in real time (w/ phone company’s help)

i. Agents listen to/record calls in wireroom w/ DOJ oversight via Office of Enforcement Ops (OEO)

ii. Application affidavit requires (1) probable cause and (2) necessity

1. Probable cause phone is being used for a specified criminal activity

a. Describe the certifying officer’s experience

b. Identify the target subjects, target offenses, and objectives of investigation

c. Disclose all prior applications and their current status

d. Info (even non-criminal) re target subjects and confidential informants

e. At least one dirty call within 6 months of application by
(1) consensual recording by a confidential informant; or
(2) toll information via pen register

2. Necessity: other investigative methods failed or would not be successful if employed

a. Outline everything you did (or didn’t do) and why to show you’ve exhausted all avenues to no avail, and why other avenues are not feasible

b. You must be at a point where (1) wire tap will get you the necessary info, and (2) the info will make a difference in the investigation

b.  Wiretap Safeguards

i. Minimization: cannot listen to calls not pertinent to criminal activity/privileged (spot checks)

ii. Bi-weekly reports: to court every 15 days w/ update re calls being made etc (app good for 30)
iii. DOJ oversight: all 30-day extensions go through DOJ in Washington, D.C.

iv. Sealing application: discs sealed when “wire comes down” unless and until indictment is returned

v. Inventories: 3-4 months after wire comes down, must notify any intercepted third party in writing even if a wrong number (“You are receiving this letter pursuant to 18 USC… b/c intercepted)

c. Pen Registers (tracking outgoing calls): application requires specific articulable facts to establish reasonable grounds to believe subscriber info is relevant and material to ongoing criminal investigation

d. Trap-and-trace (records incoming calls)

e. Consensual Recording (next-best thing to wiretap to “work the ladder” of criminal enterprise)

i. Audio/video recording over phone/in-person via confidential informant/undercover agent

ii. Admissible at trial as party-opponent admissions (agent can authenticate records at trial)

21. Electronically Stored Info: email, text, metadata, social networks, large databases (e.g. clouds)

22. Attorney-Client Privilege

a. Basics Elements: Communication btw lawyer/client for purposes of rendering legal advice intended to be kept confidential (when client is a company, basic elements fall apart b/c company is not a person)

b. Upjohn Warning: when attorney investigates, must ensure lower-level EEs understand that he represents (and looks out for the best interest of) the company and not the individual behind it

i. Individual EE can later assert privilege if he successfully argues he reasonably thought he was represented, which in turn could create a conflict of interest

ii. UpJohn held that purpose of communication determines privilege.

1. If related to legal advice ( privileged

2. If part of factual investigation, privileged (even if no legal advice is given) because factual investigation is a necessary precondition to formulating legal advice

c. Key Differences Between Individual and Corporate Client

i. Individual: fact-gathering + giving legal advice involve the same individual (client)

ii. Corporate: fact-gathering involves many individuals, none of whom are the client

d. Practice-pointer

i. Keep internal investigation separate from any EE (witness) w/ knowledge of underlying conduct

ii. During EE interviews, remind of Upjohn warning and that representation does not extend to EE

iii. Do not give legal advice to EE (not even telling them to get their own attorney)

iv. Pre-interview, warn of obstruction and have them review docs to refresh recollection

v. Consider JDA/info-sharing agreement if company and individual EEs need own counsel

23. Attorney-Work Product Doctrine (both attorney and client can assert this protection)

a. Documents prepared in anticipation of litigation are protected, but FRCP 26(b)(3) permits limited discovery of such documents upon showing (1) substantial need and (2) cannot obtain w/o undue hardship

b. Fact work product gets less protection than Opinion (mental impressions, theories, conclusions) WP

c. “In anticipation of litigation” – the Aldman because-of test (applies equally in criminal/civil cases)

i. Whether document can be fairly said to have been prepared because of the prospect of future litigation (as opposed to regardless of expected litigation)

d. “Substantial need” – another area of extensive litigation

24. Waivers/Exceptions to Attorney-Client Privilege and WPD

a. Waiver: 

i. Board of Directors for public companies controls/waives privilege (trustee if in bankruptcy)

ii. When attorney asserts advice-of-counsel defense, he waives privilege

iii. Company may offer/agree to waive privilege and convey privileged info for plea bargain/NPA/DPA, but gvt cannot condition cooperation credit on waiver

1. Timely, voluntary disclosure of wrongdoing/willingness to cooperate in investigation warrants cooperation credit

2. But gvt should only seek underlying facts re investigation

b. Joint Defense Agreement: required to avoid “waiver” through voluntary third-party disclosure

i. Requires attorney-client relationship with at least one member of joint defense group, a threat of litigation, and a common interest in joint defense

ii. JDA provisions must describe scope of privilege, effect of potential conflict of interest, and notice requirement if a participant opts to withdrawal from JDA

c. Crime/Fraud Exception: challenging party must make prima facie case that communication/work product was for purpose of client committing a current or future crime

25. Role of Counsel

a. Confidentiality

i. Client identity + fee information are not privileged but confidential per Model Rule 1.6

ii. Most states permit lawyer to disclose confidential info re client’s intent to commit fraud

iii. USAM requires approval from main justice to subpoena attorney re client information

b. Right to Counsel and US v. Stein
i. Pre-Stein: gvt policy conditioned cooperation on company’s cutting-off atty fees for EEs

ii. Stein: policy (Thompson Memo) violated 6th amendment right to counsel

iii. Post-Stein: DOJ changed Thompson Memo position: “In evaluating cooperation, prosecutors should not take into account whether corporation is advancing or reimbursing attorneys’ fees or providing counsel to EEs, officers, or directors under investigation or indictment

c. Contact with Represented Persons/Targets (AUSAs subject to state rules of professional conduct)

i. Pre-indictment, covert contacts with represented persons are permissible if
1. Gvt has not assured defense counsel that no such contacts will occur; and

2. Contacts do not consist of informants/undercover agents attending attorney-client meeting or being party to an attorney-client communication (trickery is okay)

ii. Post-indictment contacts (covert or overt) with represented persons are prohibited, except in some narrow circumstances – but do your own research)

d. Conflict of Interest: US v. Wheat and the right to competent and non-conflicted counsel

i. Prosecutors can bring a Wheat motion to disqualify counsel, and judge will determine if a conflict of interest exists, and if so whether the clients knowingly, intelligently, and voluntarily waived their right to conflict-free representation (prosecution may argue actual conflict is un-waivable)

ii. Court may appoint independent, un-conflicted counsel to determine validity of waiver

iii. Note: 6th amendment right to effective assistance of counsel trumps defendant’s right to counsel of his choosing

e. Witness Interviewing

i. Always interview with a 3rd party present

ii. No ex parte contact with represented person (see rules above)

iii. Problematic to have contact w/ current company EEs (former EEs are generally okay)

iv. Interview can help supply probable cause for search/arrest warrant or wiretap application

26. Sentencing – 2 steps

a. Step 1: USSG Sentencing Range starting point (advisory not mandatory under Booker) except Mand Min

i. Range: cross-reference between Total Offense Level (TOL) and Criminal History Level

ii. TOL: base offense level + enhancements – departures

iii. Enhancements consider the TOC, including amount of loss (even for pleaded/dismissed counts) and whether D used sophisticated means

iv. Departures will consider dismissed/pleaded counts

1. Guilty plea (acceptance of responsibility) automatic 2-level downward departure

2. Playing a minor role (less culpable)

3. Substantial Assistance 5K1.1 – super important departure for TOL calculation

a. Court considers 5 factors in weighing prosecutor’s recommended departure

i. Significance/usefulness of defendant’s assistance

ii. Truthfulness, completeness, reliability of info D provided

iii. Nature and extent of defendant’s assistance

iv. Danger/risk of injury to D/his family resulting from his assistance

v. Timeliness of assistance

b. If D cooperates, sentencing brief will include “cooperation” section, but departure is still up to court’s discretion (no guarantees).  If judge doesn’t follow the recommendation, defense can always argue cooperation as statutory factor

b. Step 2: 8 statutory factors under §3553(a) that the court will consider to determine reasonable sentence

i. Nature and circumstances of offense

ii. History and circumstances of defendant

iii. Seriousness of offense (promoting respect for law and just punishment)

iv. Avoiding unwanted sentencing disparity among similar defendants

v. Adequate deterrence

vi. Protecting public from future crimes by defendant

vii. Providing training, medical care, and other correction treatment effectively

viii. Restitution

27. Corporate Sentencing – USSG Chapter 8

a. When convicted defendant is a corporation: sentencing will cover compliance, fines, probation, forfeiture

b. Satisfying USSG Effective-Compliance requirements can help avoid prosecution altogether, position company to negotiate NPA/DPA, and/or mitigate fine if NPA/DPA is negotiated

c. Nov 2010 – USSG modified effect of Effective Compliance Program

i. No automatic bar of compliance credit for high-level personnel

ii. Incentivizes self-reporting to maximize compliance credit

iii. Incentivizes direct reporting line between compliance officer and corporate governing authority

d. Basics of Effective Compliance

i. Exercise due diligence to prevent/detect criminal conduct and otherwise promote organizational culture that encourages ethical conduct/commitment to compliance with the law

ii. Compliance generally effective (reasonably designed, implemented, and enforced) in preventing/ detecting crime (but failure to prevent/detect does not necessarily mean program is ineffective)

e. 7 Requirements for an Effective Program (slide 245)

i. Standards and procedures prevent and detect criminal conduct

ii. Standards and procedures are communicated through training

iii. Promote and enforce program with incentives

iv. Ensure program is followed and effective (evaluating effectiveness)

v. Knowledge and reasonable oversight by governing authority re content, operation, implementation, and effectiveness of program

vi. Exclude persons known to have engaged in illegal/questionable conduct

vii. Reasonable steps to respond to detected criminal conduct and prevent further similar criminal conduct (including changing the program)
